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Status of this Menp

This RFC specifies an Internet standards track protocol for the
Internet conmunity, and requests discussion and suggestions for

i mprovenents. Please refer to the current edition of the "Internet
O ficial Protocol Standards" for the standardi zation state and status
of this protocol. Distribution of this meno is unlimted.

Abst r act
This menmo defines a portion of the Management |nformati on Base (M B)
for use with network managenent protocols in the Internet comunity.
In particular, it defines objects for nmanagi ng | EEE 802.3 10
Mo/ second baseband repeaters, sonetines referred to as "hubs."
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1. The Network Management Framework

The I nternet-standard Network Management Framework consists of
three conponents. They are:

o STD 16, RFC 1155 which defines the SM, the mechani sms used for
descri bi ng and nam ng objects for the purpose of managenent.
STD 16, RFC 1212 defines a nore conci se description mechani sm
which is wholly consistent with the SM.

o STD 17, RFC 1213 defines MB-11, the core set of nanaged objects
for the Internet suite of protocols.

o STD 15, RFC 1157 which defines the SNMP, the protocol used for
networ k access to nanaged objects.

The Framework pernits new objects to be defined for the purpose of
experimentation and eval uation.

1.1. nject Definitions

Managed objects are accessed via a virtual information store, terned
the Managerment Infornmation Base or MB. bjects in the MB are
defined using the subset of Abstract Syntax Notation One (ASN. 1)
defined in the SM. |In particular, each object object type is named
by an OBJECT | DENTI FI ER, an admini stratively assigned name. The
object type together with an object instance serves to uniquely
identify a specific instantiation of the object. For human

conveni ence, we often use a textual string, terned the descriptor, to
refer to the object type

2. Overview
I nstances of the object types defined in this neno represent
attributes of an | EEE 802.3 (Ethernet-like) repeater, as defined by
Section 9, "Repeater Unit for 10 Md/s Baseband Networks" in the | EEE
802. 3/1 SO 8802-3 CSMA/ CD standard [7].

These Repeater M B objects nmay be used to manage non-standard
repeater-1like devices, but defining objects to describe
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i mpl enent ati on-specific properties of non-standard repeater-1|ike
devices is outside the scope of this nmeno.

The definitions presented here are based on the | EEE draft standard
P802. 3K, "Layer Managenent for 10 Mo/s Baseband Repeaters” [8].

| mpl enmentors of these M B objects should note that [8] explicitly
descri bes when, where, and how vari ous repeater attributes are
neasured. The | EEE docunent al so describes the effects of repeater
actions that may be invoked by mani pul ating i nstances of the MB
obj ects defined here.

The counters in this docunent are defined to be the sane as those
counters in the | EEE 802. 3 Repeater Managenent draft, with the
intention that the sane instrunmentation can be used to inplenent both
the | EEE and | ETF managenent standar ds.

2.1. Term nol ogy
2.1.1. Repeaters, Hubs and Concentrators

In late 1988, the | EEE 802.3 Hub Managenent task force was chartered
to define managed objects for both 802.3 repeaters and the proposed
10BASE- FA synchronous active stars. The term "hub" was used to cover
both repeaters and active stars.

In March, 1991, the active star proposal was dropped fromthe
10BASE-F draft. Subsequently the 802.3 group changed the nane of the
task force to be the | EEE 802. 3 Repeater Managenent Task Force, and
i kewi se renaned their draft.

The use of the term "hub" has led to some confusion, as the terns
“hub," "intelligent hub," and "concentrator" are often used to

i ndi cate a nmodul ar chassis with plug-in nodul es that provide
general i zed LAN WAN connectivity, often with a m x of 802.3 repeater,
token ring, and FDDI connectivity, internetworked by bridges,
routers, and term nal servers.

To be clear that this work covers the nanagenent of |EEE 802.3
repeaters only, the editors of this MB definitions document chose to
call this a "Repeater MB" instead of a "Hub MB."

2.1.2. Repeaters, Ports, and MAUs

The foll owing text roughly defines the terns "repeater,” "port," and
"MAU' as used in the context of this menp. This text is inprecise
and omts many technical details. For a nore conplete and precise
definition of these terns, refer to Section 9 of [7].

McMaster & McCl oghrie [ Page 3]



RFC 1516 802.3 Repeater M B Sept ember 1993

An | EEE 802. 3 repeater connects "Ethernet-like" nmedia segnents
together to extend the network | ength and topol ogy beyond what can be
achieved with a single coax segnent. It can be pictured as a star
structure with two or nore input/output ports. The diagram bel ow
illustrates a 6-port repeater:

\
| |
v
Figure 1. Repeater Unit

Al the stations on the nedia segnents connected to a given
repeater’s ports participate in a single collision domain. A packet
transmtted by any of these stations is seen by all of these
stations.

Data coming in on any port in the repeater is transmtted out through
each of the remaining n-1 ports. |If data cones in to the repeater on
two or nore ports simultaneously or the repeater detects a collision
on the incomng port, the repeater transmts a janm ng signal out on
all ports for the duration of the collision

A repeater is a bit-wi se store-and-forward device. It is
differentiated froma bridge (a frane store-and-forward device) in
that it is primarily concerned with carrier sense and data bits, and
does not make dat a-handling decisions based on the legality or
contents of a packet. A repeater retransmts data bits as they are
received. |Its data FIFO holds only enough bits to make sure that the
FI FO does not underfl ow when the data rate of inconmng bits is
slightly slower than the repeater’s transm ssion rate.

A repeater is not an end-station on the network, and does not count
toward the overall Iimt of 1024 stations. A repeater has no MAC
address associated with it, and therefore packets nmay not be
addressed to the repeater or to its ports. (Packets may be addressed
to the MAC address of a nanagenment entity that is nonitoring a
repeater. This managenent entity may or may not be connected to the
networ k through one of the repeater’s ports. How the nanagenent
entity obtains infornmation about the activity on the repeater is an
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i mpl enentation issue, and is not discussed in this neno.)

A repeater is connected to the network with Medium Attachnent Units
(MAUs), and sonetimes through Attachnment Unit Interfaces (AU s) as
well. ("MAUs" are also known as transceivers, and an "AU" is the
same as a 15-pin Ethernet or DI X connector.)

The 802.3 standard defines a "repeater set" as the "repeater unit"
plus its associated MAUs (and AU's if present). The "repeater unit"
is defined as the portion of the repeater set that is inboard of the
physi cal nmedia interfaces. The MAUs may be physically separate from
the repeater unit, or they may be integrated into the sane physical

package.

(MAY) (MY
\ /1
VN
\ v/

(MAU) T (MAU)

/AN
/1 \

(MAY) (MY

Figure 2. Repeater Set

The nost commonl y-used MAUs are the 10BASE-5 (AU to thick "yell ow
coax), 10BASE-2 (BNC to thin coax), 10BASE-T (unshiel ded tw sted-
pair), and FO RL (asynchronous fiber optic inter-repeater |ink, which
is being conbined into the 10BASE-F standard as 10BASE-FL). The
draft 10BASE-F standard al so includes the definition for a new
synchronous fiber optic attachnment, known as 10BASE- FB.

It should be stressed that the repeater M B being defined by the | EEE
covers only the repeater unit nanagenent - it does not include
managenent of the MAUs that formthe repeater set. The |EEE

recogni zes that MAU managenent should be the sane for MAUs connected
to end-stations (DTEs) as it is for MAUs connected to repeaters.

This menmo follows the same strategy; the definition of managenent
information for MAUs is being addressed in a separate neno.

2.1.3. Ports and G oups

Repeaters are often inplemented in nodul ar "concentrators,” where a
card cage hol ds several field-replaceable cards. Several cards nay
forma single repeater unit, with each card containing one or nore of
the repeater’s ports. Because of this nodul ar architecture, users
typically identify these repeater ports with a card nunber plus the
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port nunber relative to the card, e.g., Card 3, Port 11

To support this nmodul ar nunbering schene, this docunent follows the
exanpl e of the | EEE Repeater Managenent draft [8], allow ng an

i npl enentor to separate the ports in a repeater into "groups”, if
desired. For exanple, an inplenmentor m ght choose to represent
field-replaceable units as groups of ports so that the port nunbering
woul d match the nodul ar hardware inpl ementation

This group mapping is recommended but optional. An inplenmentor may
choose to put all of a nmodul ar repeater’s ports into a single group
or to divide the ports into groups that do not match physica

di vi si ons.

The obj ect rptrGoupCapacity, which has a maxi mum val ue of 1024,

i ndi cates the maxi num nunber of groups that a given repeater may
contain. The value of rptrGoupCapacity nust remain constant from
one management restart to the next.

Each group within the repeater is uniquely identified by a group
nunber in the range 1..rptrGoupCapacity. Goups nmay come and go

wi t hout causi ng a managenent reset, and may be sparsely nunbered
within the repeater. For exanple, in a 12- card cage, cards 3, 5, 6,
and 7 may together forma single repeater, and the inplenentor may
choose to nunber themas groups 3, 5, 6, and 7, respectively.

The obj ect rptrGoupPort Capacity, which also has a nmaxi mum val ue of
1024, indicates the maxi mum nunber of ports that a given group may
contain. The value of rptrGoupPortCapacity nmust not change for a
gi ven group. However, a group may be deleted fromthe repeater and
repl aced with a group containing a different nunber of ports. The
val ue of rptrG ouplLast Qper StatusChange will indicate that a change
took pl ace.

Each port within the repeater is uniquely identified by a conbination
of group number and port nunber, where port nunber is an integer in
the range 1..rptrGoupPortCapacity. As with groups within a
repeater, ports within a group nay be sparsely nunbered. Likew se
ports may come and go within a group w thout causing a nmanagenent
reset.

2.1.4. Internal Ports and MAUs

Repeater ports may be thought of as sources of traffic into the
repeater. In addition to the externally visible ports mentioned
above, such as those with 10BASE-T MAUs, or AU ports with externa
transcei vers, sone inplenentations may have internal ports that are
not obvious to the end-user but are neverthel ess sources of traffic
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into the repeater. Exanples include internal managenent ports,
t hrough which an agent communi cates, and ports connecting to a
backpl ane internal to the inplenmentation

Sone i npl enentati ons may not manage all of a repeater’s ports. For
managed ports, there nust be entries in the port table; unmanaged
ports will not show up in the table.

It is the decision of the inplementor to select the appropriate
group(s) in which to place internal ports. GoupCapacity for a given
group always reflects the nunber of MANAGED ports in that group

If sone ports are unmanaged such that not all packet sources are
represented by nmanaged ports, then the sum of the input counters for
the repeater will not equal the actual output of the repeater.

2.2. Supporting Functions

The | EEE 802. 3 Hub Managenment draft [8] defines the follow ng seven
functions and seven signals used to describe precisely when port
counters are increnmented. The relationship between the functions and
signals is shown in Figure 3.

The Col lisionEvent, ActivityDuration, CarrierEvent, Fram ngError

Cct et Count, FCSError, and SourceAddress output signals defined here
are not retrievable MB objects, but rather are concepts used in
defining the MB objects. The inputs are defined in Section 9 of the
| EEE 802.3 standard [7].
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decoded data stream Data bits are accepted while the CarrierEvent
signal is asserted. The framing function strips preanble and start
of frame delinmiter fromthe received data stream The renaining
bits are aligned along octet boundaries. |If there is not an

i ntegral number of octets, then Fram ngError shall be asserted. The
Fram ngError signal is cleared upon the assertion of the
CarrierEvent signal due to the reception of the follow ng event.

Activity Tinming Function: The activity timng function neasures the
duration of the assertion of the CarrierEvent signal. This duration
val ue nust be adjusted by renoving the value of Carrier Recovery
Time (Ref: 9.5.6.5 [7]) to obtain the true duration of activity on
the network. The output of the Activity Timng function is the
ActivityDuration value, which represents the duration of the
CarrierEvent signal as expressed in units of bit tines.

Cctet Counting Function: The octet counting function counts the
nunber of conplete octets received fromthe output of the framng
function. The output of the octet counting function is the
Oct et Count value. The CctetCount value is reset to zero upon the
assertion of the CarrierEvent signal due to the reception of the
foll owi ng event.

Cyclic Redundancy Check Function: The cyclic redundancy check
function verifies that the sequence of octets output by the fram ng
function contains a valid frane check sequence field. The frane
check sequence field is the last four octets received fromthe

out put of the fram ng function. The algorithmfor generating an FCS
fromthe octet streamis specified in 3.2.8 [7]. If the FCS
generated according to this algorithmis not the sane as the | ast
four octets received fromthe fram ng function then the FCSError
signal is asserted. The FCSError signal is cleared upon the
assertion of the CarrierEvent signal due to the reception of the
foll owi ng event.

Source Address Function: The source address function extracts
octets fromthe streamoutput by the frami ng function. The seventh
through twelfth octets shall be extracted fromthe octet stream and
out put as the SourceAddress variable. The SourceAddress variable is
set to an invalid state upon the assertion of the CarrierEvent

signal due to the reception of the foll ow ng event.

2.3. Structure of MB

Qbjects inthis MB are arranged into MB groups. Each MB group is
organi zed as a set of related objects.
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2.3.1. The Basic Goup Definitions

Thi s mandatory group contains the objects which are applicable to
all repeaters. It contains status, paranmeter and control objects
for the repeater as a whole, the port groups within the repeater, as
wel |l as for the individual ports thensel ves.

2.3.2. The Mnitor G oup Definitions

Thi s optional group contains nmonitoring statistics for the repeater
as a whole and for individual ports.

2.3.3. The Address Tracking Group Definitions

Thi s optional group contains objects for tracking the MAC addresses
of the DTEs attached to the ports of the repeater.

2.4. Relationship to Gher MBs

It is assunmed that a repeater inplenmenting this MB will also
i mpl enent (at least) the 'system group defined in MB-11 [3].

2.4.1. Relationship to the 'system group

In MB-11, the "systemi group is defined as bei ng nandatory for al
systens such that each nmanaged entity contai ns one instance of each
object in the 'systemi group. Thus, those objects apply to the
entity even if the entity's sole functionality is managenent of a
repeater.

2.4.2. Relationship to the "interfaces’ group

In MB-11, the "interfaces’ group is defined as being mandatory for
all systens and contains information on an entity’'s interfaces,
where each interface is thought of as being attached to a

the Internet suite of protocols.)

This Repeater M B uses the notion of ports on a repeater. The
concept of a MB-I1 interface has NO specific relationship to a
repeater’s port. Therefore, the "interfaces’ group applies only to
the one (or nore) network interfaces on which the entity managi ng
the repeater sends and receives nanagenent protocol operations, and
does not apply to the repeater’s ports.

This is consistent with the physical-layer nature of a repeater. A
repeater is a bitw se store-and-forward device. It recognizes
activity and bits, but does not process incom ng data based on any
packet-related informati on (such as checksum or addresses). A
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repeat er has no MAC address, no MAC i npl enentati on, and does not
pass packets up to higher-level protocol entities for processing.

(When a network managenent entity is observing the repeater, it nmay
appear as though the repeater is passing packets to a higher-Ileve
protocol entity. However, this is only a neans of inplenenting
managenent, and this passing of managerment information is not part
of the repeater functionality.)

2.5. Textual Conventions

The datatype MacAddress is used as a textual convention in this
document. This textual convention has NO effect on either the
syntax nor the semantics of any nanaged object. bjects defined
using this convention are always encoded by neans of the rules that
define their primtive type. Hence, no changes to the SM or the
SNVP are necessary to accommodate this textual convention which is
adopted nerely for the conveni ence of readers.

3. Definitions

SNWVP- REPEATER-M B DEFI NI TIONS :: = BEG N

| MPORTS
Counter, TinmeTicks, Gauge
FROM RFC1155- SM

Di spl ayString FROM RFC1213-M B

TRAP- TYPE FROM RFC- 1215

OBJECT- TYPE FROM RFC- 1212
snnpDot 3Rptr Mgt OBJECT IDENTIFIER ::= { mb-2 22 }

-- Al representations of MAC addresses in this MB Mdul e use,
-- as a textual convention (i.e., this convention does not affect
-- their encoding), the data type:

MacAddress ::= OCTET STRING (S| ZE (6)) -- a 6 octet address in

-- the "canoni cal" order
-- defined by |EEE 802.1a, i.e., as if it were transmtted | east
-- significant bit first.

-- Ref er ences

-- The follow ng references are used throughout this MB
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-- [IEEE 802.3 Std]

-- refers to | EEE 802. 3/1 SO 8802-3 Information processing
-- systens - Local area networks - Part 3: Carrier sense
-- mul tiple access with collision detection (CSMY CD)

-- access nethod and physical |ayer specifications

-- (2nd edition, Septenber 21, 1990).

-- [I EEE 802.3 Rptr Myt]

-- refers to | EEE P802. 3K, ’'Layer Managenent for 10 M/ s
-- Baseband Repeaters, Section 19,’ Draft Supplenment to
-- ANSI /| EEE 802.3, (Draft 8, April 9, 1992)

- - M B G oups

-- The rptrBasi cPackage group i s nandatory.

-- The rptrMonitorPackage and rptrAddr Tr ackPackage
-- groups are optional.

r pt r Basi cPackage
OBJECT IDENTIFIER ::={ snnpDot3Rptrigt 1 }

r pt r Moni t or Package
OBJECT | DENTI FI ER : :

{ snnpDot 3Rptr Mgt 2 }

r pt r Addr Tr ackPackage
OBJECT | DENTI FI ER ::

{ snmpDot 3RptrMgt 3 }

-- object identifiers for organizing the infornmation
-- in the groups by repeater, port-group, and port

rptrRptrinfo

OBJECT I DENTIFIER ::= { rptrBasi cPackage 1 }
rptrGouplnfo

OBJECT I DENTIFIER ::= { rptrBasi cPackage 2 }
rptrPortlnfo

OBJECT I DENTIFIER ::= { rptrBasi cPackage 3 }
rptrMonitorRptrinfo

OBJECT IDENTIFIER ::= { rptrMnitorPackage 1 }
r pt r Moni t or Groupl nfo

OBJECT I DENTIFIER ::= { rptrMnitorPackage 2 }
rptrhonitorPortinfo

OBJECT IDENTIFIER ::= { rptrMnitorPackage 3 }
rptrAddr TrackRptrinfo -- this subtree is currently unused
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OBJECT I DENTIFIER ::= { rptrAddrTrackPackage 1 }

r pt r Addr Tr ackG oupl nf o -- this subtree is currently unused
OBJECT I DENTIFIER ::= { rptrAddrTrackPackage 2 }

r pt r Addr Tr ackPort I nf o
OBJECT | DENTI FI ER ::

{ rptrAddrTrackPackage 3 }

-- The BASI C CROUP

-- Inplementation of the Basic Goup is mandatory for al
-- managed repeaters.

-- Basic Repeater Information

-- Configuration, status, and control objects for the overal
-- repeater

rptr &G oupCapacity OBJECT- TYPE

SYNTAX | NTEGER (1..1024)

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"The rptrGoupCapacity is the number of groups
that can be contained within the repeater. Wthin
each managed repeater, the groups are uni quely
nunbered in the range from1l to rptrG oupCapacity.

Sone groups nmay not be present in the repeater, in
whi ch case the actual nunber of groups present

will be less than rptrGoupCapacity. The nunber
of groups present will never be greater than

rptr & oupCapacity.

Note: In practice, this will generally be the
nunber of field-replaceable units (i.e., nodules,
cards, or boards) that can fit in the physica
repeat er enclosure, and the group nunbers will
correspond to numbers marked on the physica
encl osure. "

REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.3.2,
aRepeat er G oupCapacity."

c:={ rptrRptrinfo 1}

rptrQper Status OBJECT- TYPE
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SYNTAX | NTECER ({

ot her (1), -- undefined or unknown status
ok(2), -- no known failures
rptrFailure(3), -- repeater-related failure
groupFai l ure(4), -- group-related failure
portFail ure(5), -- port-related failure

gener al Fai | ure(6) -- failure, unspecified type

}

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The rptrQOperStatus object indicates the
operational state of the repeater. The
rptrHeal t hText object may be consulted for nore
specific informati on about the state of the
repeater’s health

In the case of multiple kinds of failures (e.g.
repeater failure and port failure), the val ue of
this attribute shall reflect the highest priority
failure in the follow ng order, |isted highest
priority first:

rptrFailure(3)
groupFai l ure(4)
port Fail ure(5)
general Fai lure(6)."
REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.3.2,
aRepeaterHeal thState."
c:={ rptrRptrinfo 2 }

rptrHeal t hText OBJECT- TYPE

SYNTAX Di splayString (SIZE (0..255))

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"The health text object is a text string that
provides information relevant to the operationa
state of the repeater. Agents may use this string
to provide detailed information on current
failures, including howthey were detected, and/or
instructions for problemresolution. The contents
are agent-specific."

REFERENCE
"Reference | EEE 802.3 Rptr Myt, 19.2.3.2,
aRepeat er Heal t hText . "

c:={ rptrRptrinfo 3}
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rptr Reset OBJECT- TYPE
SYNTAX | NTEGER {
noReset (1),
reset (2)

}
ACCESS read-write
STATUS nmandat ory
DESCRI PTI ON
"Setting this object to reset(2) causes a
transition to the START state of Fig 9-2 in
section 9 [I EEE 802.3 Std].

Setting this object to noReset(1l) has no effect.
The agent will always return the val ue noReset (1)
when this object is read.

After receiving a request to set this variable to
reset(2), the agent is allowed to delay the reset
for a short period. For exanple, the inplenentor
may choose to delay the reset |ong enough to allow
the SNVWP response to be transmitted. |In any
event, the SNMP response nust be transmtted.

This action does not reset the nmanagenent counters
defined in this document nor does it affect the
port Admi nStatus paraneters. Included in this
action is the execution of a disruptive Self-Test
with the follow ng characteristics: a) The nature
of the tests is not specified. b) The test resets
the repeater but w thout affecting managenent

i nfornati on about the repeater. c¢) The test does
not inject packets onto any segnent. d) Packets
received during the test may or may not be
transferred. e) The test does not interfere with
management functi ons.

After performing this self-test, the agent wll
update the repeater health information (including
rptrQperStatus and rptrHealthText), and send a
rptrHealth trap."”

REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.3.3,
acReset Repeater."

c:={ rptrRptrinfo 4}

r pt r NonDi srupt Test OBJECT- TYPE

SYNTAX | NTEGER {
noSel f Test (1),
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sel f Test (2)

}

ACCESS read-wite

STATUS mandat ory

DESCRI PTI ON
"Setting this object to selfTest(2) causes the
repeater to performa agent-specific, non-
di sruptive self-test that has the follow ng
characteristics: a) The nature of the tests is
not specified. b) The test does not change the
state of the repeater or managenent information
about the repeater. <c¢) The test does not inject
packets onto any segnent. d) The test does not
prevent the relay of any packets. e) The test
does not interfere with managenent functions.

After performng this test, the agent will update
the repeater health information (including
rptrQperStatus and rptrHeal thText) and send a
rptrHealth trap

Note that this definition allows returning an
"okay' result after doing a trivial test.

Setting this object to noSel f Test(1) has no
effect. The agent will always return the value
noSel f Test (1) when this object is read."
REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.3.3,
acExecut eNonDi sruptiveSel f Test. "
c:={ rptrRptrinfo 5 }

rptrTotal PartitionedPorts OBJECT- TYPE

SYNTAX Gauge

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"This object returns the total number of ports in
the repeater whose current state neets all three
of the following criteria: rptrPortQOperStatus
does not have the val ue not Present (3),
rptrPort Adm nStatus is enabled(1), and
rptrPort AutoPartitionState is autoPartitioned(2)."

c:={ rptrRptrinfo 6 }
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-- The Basic Port G oup Table

rptr G oupTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Rptr G oupEntry

ACCESS not - accessi bl e

STATUS nmandat ory

DESCRI PTI ON
"Tabl e of descriptive and status information about
the groups of ports.”

o= { rptrGouplnfo 1}

rptr G oupEntry OBJECT- TYPE

SYNTAX Rpt r G oupEntry

ACCESS not - accessi bl e

STATUS mandat ory

DESCRI PTI ON
"An entry in the table, containing informtion
about a single group of ports.”

| NDEX { rptrG oupl ndex }

c:={ rptrGoupTable 1 }

Rptr G oupEntry :: =
SEQUENCE {

r pt r G oupl ndex
| NTEGER,

rptr G oupbDescr
Di spl ayString,

rptrGoupQbjectlD
OBJECT | DENTI FI ER,

rptr G oupQOper St at us

| NTEGER,
r pt r & oupLast Oper St at usChange
Ti meTi cks,
rptr &G oupPort Capacity
| NTEGER
}
r pt r & oupl ndex OBJECT- TYPE
SYNTAX | NTEGER (1..1024)

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"This object identifies the group within the
repeater for which this entry contains
information. This value is never greater than
rptr G oupCapacity.”

McMaster & McCl oghrie [ Page 17]



McMaster & McCl oghrie

RFC 1516 802.3 Repeater M B Sept enber

REFERENCE

"Reference | EEE 802.3 Rptr Myt, 19.2.5.2,
aGouplD. "
c:={ rptrGoupEntry 1 }

rptr G oupbDescr OBJECT- TYPE

SYNTAX Di splayString (SIZE (0..255))

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"A textual description of the group. This value
shoul d include the full name and version
identification of the group’s hardware type and
i ndi cate how the group is differentiated from
ot her types of groups in the repeater. Plug-in
Modul e, Rev A" or 'Barney Rubble 10BASE-T 4-port
SI MM socket Version 2.1 are exanples of valid
group descriptions.

It is mandatory that this only contain printable
ASCI | characters."
c:={ rptrGoupEntry 2}

rptr GoupQbj ect| D OBJECT- TYPE

SYNTAX OBJECT | DENTI FI ER

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The vendor’s authoritative identification of the
group. This value may be allocated within the SM
enterprises subtree (1.3.6.1.4.1) and provides a
strai ght-forward and unanbi guous neans for
deterni ni ng what kind of group is being managed.

For exanple, this object could take the val ue
1.3.6.1.4.1.4242.1.2.14 if vendor ’'Flintstones,
Inc.” was assigned the subtree 1.3.6.1.4.1.4242,
and had assigned the identifier
1.3.6.1.4.1.4242.1.2.14 to its 'WInma Flintstone
6-Port FORL Plug-in Mdule.”"

c:={ rptrGoupEntry 3}

rptr GroupOper St at us OBJECT- TYPE

SYNTAX | NTEGER {
ot her (1),
operational (2),
mal f uncti oni ng(3),
not Present (4),

1993
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under Test (5),
reset | nProgress(6)

}
ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
"An object that indicates the operational status
of the group.

A status of notPresent(4) indicates that the group
is tenporarily or permanently physically and/or
logically not a part of the repeater. It is an

i mpl enentati on-specific matter as to whether the
agent effectively renpves notPresent entries from
the table.

A status of operational (2) indicates that the
group is functioning, and a status of
mal functioni ng(3) indicates that the group is
mal functioning in sone way."

c:={ rptrGoupEntry 4 }

r pt r & oupLast Oper St at usChange OBJECT- TYPE

SYNTAX Ti meTi cks

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"An object that contains the value of sysUpTine at
the time that the value of the rptrG oupQOper Status
object for this group | ast changed.

A value of zero indicates that the group’s
operational status has not changed since the agent
| ast restarted."

c:={ rptrGoupEntry 5 }

rptr G oupPort Capacity OBJECT- TYPE

SYNTAX | NTEGER (1..1024)

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The rptrGoupPortCapacity is the nunber of ports
that can be contained within the group. Valid
range is 1-1024. Wthin each group, the ports are
uni quely nunbered in the range from1l to
rptr & oupPort Capacity.

Note: In practice, this will generally be the

1993
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nunber of ports on a nodule, card, or board, and
the port nunbers will correspond to numbers narked
on the physical enbodinent."

REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.5.2,
aG oupPort Capacity."

c:={ rptrGoupEntry 6 }

-- The Basic Port Table

rptrPort Tabl e OBJECT- TYPE

SYNTAX SEQUENCE OF RptrPortEntry

ACCESS not - accessi bl e

STATUS mandat ory

DESCRI PTI ON
"Tabl e of descriptive and status information about
the ports.”

c:={ rptrPortinfo 1}

rptrPort Entry OBJECT- TYPE

SYNTAX RptrPortEntry

ACCESS not - accessi bl e

STATUS nmandat ory

DESCRI PTI ON
"An entry in the table, containing informtion
about a single port.™

| NDEX { rptrPort Groupl ndex, rptrPortlndex }

c:={ rptrPortTable 1 }

RptrPortEntry ::=
SEQUENCE {

r pt r Port G oupl ndex
| NTEGER,

rptrPortl ndex
| NTEGER,

r pt r Port Adm nSt at us
| NTEGER,

rptrPortAutoPartitionState
| NTEGER,

r pt r Port Oper St at us
| NTEGER

}

r ptr Port G oupl ndex OBJECT- TYPE
SYNTAX | NTEGER (1..1024)
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ACCESS read-only
STATUS nmandat ory
DESCRI PTI ON
"This object identifies the group containing the
port for which this entry contains information."
o= { rptrPortEntry 1}

rptrPortl ndex OBJECT- TYPE

SYNTAX | NTEGER (1..1024)

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"This object identifies the port within the group
for which this entry contains information. This
val ue can never be greater than
rptr G oupPortCapacity for the associated group."

REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.6. 2,
aPortiID."

c:={ rptrPortEntry 2}

rptrPort Adm nSt at us OBJECT- TYPE
SYNTAX | NTEGER {
enabl ed( 1),
di sabl ed(2)

}

ACCESS read-wite

STATUS mandat ory

DESCRI PTI ON
"Setting this object to disabled(2) disables the
port. A disabled port neither transmts nor
receives. Once disabled, a port nust be
explicitly enabled to restore operation. A port
whi ch is disabl ed when power is lost or when a
reset is exerted shall remain disabled when norma
operation resumnes.

The adm n status takes precedence over auto-
partition and functionally operates between the
auto-partition nmechani smand the AU/ PMA.

Setting this object to enabled(1l) enables the port
and exerts a BEG N on the port’s auto-partition
st ate nachi ne.

(I'n effect, when a port is disabled, the value of

rptrPort AutoPartitionState for that port is frozen
until the port is next enabled. When the port
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beconmes enabl ed, the rptrPortAutoPartitionState
beconmes not AutoPartitioned(1l), regardless of its
pre-disabling state.)"
REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.6.2,
aPort Adm nState and 19.2.6.3, acPort Admi nControl."
c:={ rptrPortEntry 3}

rptrPort Aut oPartitionState OBJECT- TYPE
SYNTAX | NTEGER {
not Aut oPartitioned(1),
aut oPartiti oned(2)

}
ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
"The autoPartitionState flag indicates whether the
port is currently partitioned by the repeater’s
auto-partition protection.

The conditions that cause port partitioning are
specified in partition state machine in Section 9
[EEE 802.3 Std]. They are not differentiated
here. "

REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.6.2,
aAutoPartitionState."

c:={ rptrPortEntry 4 }

rptrPort OperStatus OBJECT- TYPE
SYNTAX | NTEGER {
operational (1),
not Oper ati onal (2),
not Present ( 3)

}

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"This object indicates the port’'s operationa
status. The notPresent(3) status indicates the
port is physically renoved (note this may or may
not be possi bl e depending on the type of port.)
The operational (1) status indicates that the port
is enabl ed (see rptrPortAdnm nStatus) and worKki ng,
even though it nmight be auto-partitioned (see
rptrPort AutoPartitionState).

If this object has the val ue operational (1) and
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rptrPort Adm nStatus is set to disabled(2), it is
expected that this object’s value will soon change
to not Operational (2)."

c:={ rptrPortEntry 5}

- The MONI TOR GROUP

-- Inplementation of this group is optional, but within the
-- group all elements are mandatory. |If a managed repeater
-- inplenents any part of this group, the entire group shal
-- be inplenented.

-- Repeater Mnitor Informtion

-- Performance nonitoring statistics for the repeater

rptrMonitorTransmnitCollisions OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"This counter is increnented every tinme the
repeater state machine enters the TRANSM T
COLLI SION state from any state other than ONE PORT
LEFT (Ref: Fig 9-2, |EEE 802.3 Std).

The approximate mnimumtinme for rollover of this
counter is 16 hours."

REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.3.2,
aTransmitCol | i sions.™

o= { rptrMonitorRptrinfo 1 }

-- The Group Monitor Table

rptr Moni t or GroupTabl e OBJECT- TYPE
SYNTAX SEQUENCE OF RptrMonitor G oupEntry
ACCESS not - accessi bl e
STATUS mandat ory
DESCRI PTI ON
"Tabl e of performance and error statistics for the
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groups. "
o= { rptrMnitorGouplnfo 1}

rptrMonitor G oupEntry OBJECT- TYPE

SYNTAX Rpt r Moni t or G oupEnt ry

ACCESS not - accessi bl e

STATUS nmandat ory

DESCRI PTI ON
"An entry in the table, containing total
performance and error statistics for a single
group. Regular retrieval of the information in
this table provides a nmeans of tracking the
performance and heal th of the networked devices
attached to this group’s ports.

The counters in this table are redundant in the
sense that they are the summations of information
al ready avail abl e through ot her objects. However,
these suns provide a considerable optimzation of
net wor k managenent traffic over the otherw se
necessary retrieval of the individual counters
i ncluded in each sum™

| NDEX { rptrMonitorG ouplndex }

.= { rptrMonitorGoupTable 1}

Rpt r Moni t or G oupEntry :: =
SEQUENCE {

r pt r Moni t or G oupl ndex
| NTEGER,

r pt r Moni t or G oupTot al Fr ames
Counter,

rptrhMonitorGoupTotal Cctets
Counter,

rptrhMonitorGoupTotal Errors
Count er

}

rpt r Moni t or Groupl ndex OBJECT- TYPE

SYNTAX | NTEGER (1..1024)

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"This object identifies the group within the
repeater for which this entry contains
i nformation."

c:={ rptrMonitorGoupEntry 1 }

rpt r Moni t or G oupTot al Frames OBJECT- TYPE

1993
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SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The total number of frames of valid frame | ength
that have been received on the ports in this group
and for which the FCSError and Col | i si onEvent
signals were not asserted. This counter is the
sunmati on of the values of the
r pt r Moni t or Por t Readabl eFranes counters for all of
the ports in the group

This statistic provides one of the paraneters
necessary for obtaining the packet error rate.
The approximte mnimumtinme for rollover of this
counter is 80 hours."

c:={ rptrMonitorGoupEntry 2 }

rptrhMonitorGoupTotal Cctets OBIECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The total nunber of octets contained in the valid
franmes that have been received on the ports in
this group. This counter is the summation of the
val ues of the rptrhbnitorPortReadabl eCctets
counters for all of the ports in the group

This statistic provides an indicator of the tota

data transferred. The approximate mninmumtine

for rollover of this counter is 58 nminutes."
c:={ rptrMonitorGoupEntry 3 }

rptrMonitorGoupTotal Errors OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"The total nunber of errors which have occurred on
all of the ports in this group. This counter is
the summati on of the values of the
rptrMonitorPortTotal Errors counters for all of the
ports in the group."

c:={ rptrMonitorGoupEntry 4 }

-- The Port Mbnitor Table
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rptrMonitorPort Tabl e OBJECT- TYPE

SYNTAX SEQUENCE OF RptrMonitorPortEntry

ACCESS not - accessi bl e

STATUS nmandat ory

DESCRI PTI ON
"Tabl e of performance and error statistics for the
ports."

c:={ rptrMonitorPortinfo 1 }

rptrhMonitorPortEntry OBJECT- TYPE

SYNTAX Rpt r Moni tor Port Entry

ACCESS not - accessi bl e

STATUS mandat ory

DESCRI PTI ON
"An entry in the table, containing perfornmance and
error statistics for a single port."

| NDEX { rptrMonitorPort G ouplndex, rptrhonitorPortlndex }

o= { rptrMonitorPortTable 1 }

RptrMonitorPortEntry ::=
SEQUENCE {

r pt r Moni t or Por t G oupl ndex
| NTEGER

rpt r Moni t or Port | ndex
| NTEGER

r pt r Moni t or Por t Readabl eFr anes
Counter,

r pt r Moni t or Por t Readabl eCct et s
Counter,

rptrMonitorPort FCSErrors
Counter,

rptrMonitorPortAlignnentErrors
Counter,

r pt r Moni t or Port Fr aneToolLongs
Counter,

rpt r Moni t or Port Short Event s
Counter,

rptrMonitorPortRunts
Counter,

rptrMonitorPortCollisions
Counter,

rptrMonitorPortLat eEvents
Counter,

rptrMoni t or Port VeryLongEvent s
Counter,

r pt r Moni t or Por t Dat aRat eM snat ches
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Counter,
rptrMonitorPortAutoPartitions
Counter,
rptrMonitorPortTotal Errors
Count er
}
rpt r Moni t or Port G oupl ndex OBJECT- TYPE
SYNTAX | NTEGER (1..1024)

ACCESS read-only
STATUS mandat ory
DESCRI PTI ON
"This object identifies the group containing the
port for which this entry contains information."
c:={ rptrMonitorPortEntry 1 }

rptrMonitorPort|ndex OBJECT- TYPE

SYNTAX | NTEGER (1..1024)

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"This object identifies the port within the group
for which this entry contains information."

REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.6.2,
aPortiID."

c:={ rptrMonitorPortEntry 2 }

r pt r Moni t or Por t Readabl eFr anes OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"This object is the nunmber of franes of valid
franme I ength that have been received on this port.
This counter is incremented by one for each frane
received on this port whose Cctet Count is greater
than or equal to m nFrameSi ze and | ess than or
equal to maxFraneSi ze (Ref: | EEE 802.3 Std,
4.4.2.1) and for which the FCSError and
Col l'i si onEvent signals are not asserted.

This statistic provides one of the paraneters
necessary for obtaining the packet error rate.
The approximte mnimumtinme for rollover of this
counter is 80 hours."

REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.6. 2,

McMaster & McCl oghrie [ Page 27]



RFC 1516 802.3 Repeater M B Sept ember 1993

aReadabl eFranes. "
o= { rptrMonitorPortEntry 3 }

r pt r Moni t or Por t Readabl eCct et s OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"This object is the nunber of octets contained in
valid frames that have been received on this port.
This counter is incremented by CctetCount for each
frane received on this port which has been

determ ned to be a readable frame (i.e., including
FCS octets but excluding fram ng bits and dribble
bits).

This statistic provides an indicator of the tota
data transferred. The approximate mninmumtine
for rollover of this counter is 58 minutes."
REFERENCE
"Reference | EEE 802.3 Rptr Myt, 19.2.6.2,
aReadabl eCctets.
c:={ rptrMonitorPortEntry 4 }

rpt r Moni t or Port FCSErrors OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"This counter is increnented by one for each frane
received on this port with the FCSError signa
asserted and the Fram ngError and Col li si onEvent
signal s deasserted and whose Cctet Count is greater
than or equal to mnFrameSize and | ess than or
equal to maxFranmeSize (Ref: 4.4.2.1, |EEE 802.3
Std).

The approximte mnimumtinme for rollover of this
counter is 80 hours."
REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.6.2,
aFr aneCheckSequenceErrors. "
o= { rptrMonitorPortEntry 5 }

rptrMonitorPortAlignment Errors OBJECT- TYPE
SYNTAX Count er
ACCESS read-only
STATUS nmandat ory
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DESCRI PTI ON
"This counter is increnented by one for each frane
received on this port with the FCSError and
Fram ngError signals asserted and Col |l isi onEvent
si gnal deasserted and whose COctetCount is greater
than or equal to mnFraneSize and | ess than or
equal to maxFraneSi ze (Ref: |EEE 802.3 Std,
4.4.2.1). If rptrMnitorPortAlignnentErrors is
i ncrenented then the rptrMonitorPort FCSErrors
Counter shall not be incremented for the sane
frane.

The approximte mnimumtinme for rollover of this
counter is 80 hours."

REFERENCE
"Reference | EEE 802.3 Rptr Myt, 19.2.6.2,
aAlignmentErrors.”

o= { rptrMonitorPortEntry 6 }

r pt r Moni t or Port Fr aneTooLongs OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"This counter is increnented by one for each frane
received on this port whose Cctet Count is greater
t han maxFranmeSi ze (Ref: 4.4.2.1, |EEE 802.3 Std).
I f rptrNonitorPortFraneTooLongs is increnented
then neither the rptrMnitorPortAlignnmentErrors
nor the rptrMonitorPort FCSErrors counter shall be
incremented for the frane.

The approximte mnimumtinme for rollover of this
counter is 61 days."

REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.6. 2,
aFramesToolLong. "

o= { rptrMonitorPortEntry 7 }

r pt r Moni t or Port Short Event s OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"This counter is increnmented by one for each
CarrierBEvent on this port with ActivityDuration
| ess than Short Event MaxTi me. Short Event MaxTime is
greater than 74 bit tines and | ess than 82 bit
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times. ShortEvent MaxTi me has tol erances incl uded
to provide for circuit |osses between a
conformance test point at the AU and the
nmeasurenment point within the state machine.

Note: shortEvents may indicate externally
generated noise hits which will cause the repeater
to transmt Runts to its other ports, or propagate
a collision (which may be late) back to the
transmtting DTE and damaged frames to the rest of
the networKk.

| mpl enmentors may wi sh to consider selecting the
Short Event MaxTi ne towards the | ower end of the

al l owed tol erance range to acconmodate bit | osses
suffered through physical channel devices not
budgeted for within this standard.

The approximte mnimumtinme for rollover of this
counter is 16 hours."
REFERENCE
"Reference | EEE 802.3 Rptr Myt, 19.2.6.2,
aShort Events. "
;= { rptrMonitorPortEntry 8 }

rptrMonitorPortRunts OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"This counter is increnmented by one for each
CarrierEvent on this port that neets one of the
following two conditions. Only one test need be
made. a) The ActivityDuration is greater than
Short Event MaxTi ne and | ess than Val i dPacket M nTi ne
and the CollisionEvent signal is deasserted. b)
The CctetCount is less than 64, the
ActivityDuration is greater than ShortEvent MaxTi ne
and the CollisionEvent signal is deasserted.
Val i dPacket M nTine is greater than or equal to 552
bit times and | ess than 565 bit tines.

An event whose length is greater than 74 bit tines
but less than 82 bit tines shall increment either
the short Events counter or the runts counter but
not both. A CarrierEvent greater than or equal to
552 bit times but | ess than 565 bit tines may or
may not be counted as a runt.
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Val i dPacket M nTi ne has tol erances included to
provide for circuit | osses between a conformance
test point at the AU and the measurenent point
within the state nmachine.

Runts usually indicate collision fragnments, a
normal network event. In certain situations
associated with large dianeter networks a
percentage of collision fragnents may exceed
Val i dPacket M nTi rne.

The approximate mnimumtinme for rollover of this
counter is 16 hours."
REFERENCE
"Reference | EEE 802.3 Rptr Myt, 19.2.6.2, aRunts."
c:={ rptrMonitorPortEntry 9 }

rptrMonitorPortCollisions OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"This counter is incremented by one for any
CarrierEvent signal on any port for which the
Col l'i sionEvent signal on this port is also
asserted.

The approximte mnimumtime for rollover of this
counter is 16 hours.™

REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.6.2,
aCol |l i sions."

c:={ rptrMonitorPortEntry 10 }

rptrMonitorPortLat eEvents OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"This counter is incremented by one for each
CarrierBEvent on this port in which the ColllIn(X)
variable transitions to the value SQE (Ref:
9.6.6.2, |EEE 802.3 Std) while the
ActivityDuration is greater than the
Lat eEvent Threshol d. Such a CarrierEvent is
counted twice, as both a collision and as a
| at eEvent .
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The Lat eEvent Threshold is greater than 480 bit
times and | ess than 565 bit tines.

Lat eEvent Threshol d has tol erances included to
permit an inplenentation to build a single
threshold to serve as both the LateEvent Threshol d
and Val i dPacket M nTi ne t hreshol d.

The approximte mnimumtinme for rollover of this
counter is 81 hours."
REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.6.2,
aLat eEvents."
o= { rptrMonitorPortEntry 11 }

rpt r Moni t or Port VeryLongEvent s OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"This counter is increnented by one for each
CarrierEvent on this port whose ActivityDuration
is greater than the MAU Jabber Lockup Protection
timer TWB (Ref: 9.6.1 & 9.6.5, |EEE 802.3 Std).
O her counters nmay be increnented as appropriate.™

REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.6.2,
aVeryLongEvents. "

c:={ rptrMonitorPortEntry 12 }

r pt r Moni t or Por t Dat aRat eM snat ches OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"This counter is increnented by one for each frane
received on this port that neets all of the
following conditions: a) The CollisionEvent
signal is not asserted. b) The ActivityDuration
is greater than ValidPacketMnTine. c¢) The
frequency (data rate) is detectably m smatched
fromthe local transmt frequency. The exact
degree of msmatch is vendor specific and is to be
defined by the vendor for conformance testing.

When this event occurs, other counters whose

i ncrenent conditions were satisfied nmay or may not
al so be incremented, at the inplenentor’s

di scretion. Wether or not the repeater was able
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to maintain data integrity is beyond the scope of
this standard."
REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.6.2,
aDat aRat eM smat ches. "
o= { rptrMonitorPortEntry 13 }

rptrMonitorPortAutoPartitions OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"This counter is increnented by one for each tine
the repeater has autonmatically partitioned this
port. The conditions that cause port partitioning
are specified in the partition state machine in
Section 9 [IEEE 802.3 Std]. They are not
differentiated here."

REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.6.2,
aAut oPartitions."

c:={ rptrMonitorPortEntry 14 }

rptrMonitorPortTotal Errors OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"The total number of errors which have occurred on
this port. This counter is the summtion of the
val ues of other error counters (for the sane
port), nanely:

r pt r Moni t or Port FCSErr or s,
rptrNMonitorPortAlignmentErrors,

r pt r Moni t or Port Fr aneToolLongs,

r pt r Moni t or Port Short Event s,
rptrMonitorPortLat eEvents,
rptrMonitorPortVerylLongEvents, and
r pt r Moni t or Por t Dat aRat eM snmat ches.

This counter is redundant in the sense that it is
the sunmmation of information already avail able
t hrough ot her objects. However, it is included
specifically because the regular retrieval of this
object as a neans of tracking the health of a port
provi des a consi derable optim zation of network
managenent traffic over the otherw se necessary

McMaster & McCl oghrie [ Page 33]



RFC 1516 802.3 Repeater M B Sept ember 1993

retrieval of the sumred counters."
o= { rptrMonitorPortEntry 15 }

-- The ADDRESS TRACKI NG GROUP

-- Inplenmentation of this group is optional; it is appropriate

-- for all systems which have the necessary instrunentation. |If a
-- managed repeater inplenents any part of this group, the entire
-- group shall be inplenented.

-- The Port Address Tracking Table

r pt r Addr Tr ackTabl e OBJECT- TYPE

SYNTAX SEQUENCE OF Rptr Addr TrackEntry

ACCESS not - accessi bl e

STATUS nmandat ory

DESCRI PTI ON
"Tabl e of address mapping i nformation about the
ports."

::= { rptrAddrTrackPortlinfo 1 }

rptr Addr TrackEntry OBJECT- TYPE
SYNTAX Rpt r Addr Tr ackEnt ry
ACCESS not - accessi bl e
STATUS mandat ory
DESCRI PTI ON
"An entry in the table, containing address mappi ng
i nformati on about a single port."
| NDEX { rptrAddrTrackG oupl ndex, rptrAddrTrackPortl| ndex }
::={ rptrAddrTrackTable 1 }

Rpt r Addr TrackEntry :: =
SEQUENCE {

r pt r Addr Tr ackGr oupl ndex
| NTEGER

r pt r Addr Tr ackPor t | ndex
| NTEGER

r pt r Addr Tr ackLast Sour ceAddr ess - - DEPRECATED OBJECT
MacAddr ess,

r pt r Addr Tr ackSour ceAddr Changes
Counter,

r pt r Addr Tr ackNewlLast Sr cAddr ess
OCTET STRI NG
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r pt r Addr Tr ackGr oupl ndex OBJECT- TYPE

SYNTAX | NTEGER (1..1024)

ACCESS read-only

STATUS mandat ory

DESCRI PTI ON
"This object identifies the group containing the
port for which this entry contains infornmation."

c:={ rptrAddrTrackEntry 1 }

r pt r Addr Tr ackPor t | ndex OBJECT- TYPE

SYNTAX | NTEGER (1..1024)

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"This object identifies the port within the group
for which this entry contains information."

REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.6. 2,
aPort1D."

::={ rptrAddrTrackEntry 2 }

r pt r Addr Tr ackLast Sour ceAddr ess OBJECT- TYPE

SYNTAX MacAddr ess

ACCESS read-only

STATUS depr ecat ed

DESCRI PTI ON
"This object is the SourceAddress of the | ast
readabl e frame (i.e., counted by
r pt r Moni t or Por t Readabl eFr anes) received by this
port.

Thi s obj ect has been deprecated because its val ue
i s undefined when no frames have been observed on
this port. The replacement object is
r pt r Addr Tr ackNewLast Sr cAddr ess. "

REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.6.2,
aLast Sour ceAddr ess. "

::={ rptrAddrTrackEntry 3 }

r pt r Addr Tr ackSour ceAddr Changes OBJECT- TYPE

SYNTAX Count er

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"This counter is increnented by one for each tinme
that the rptrAddr TrackLast Sour ceAddress attribute
for this port has changed.
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This may indicate whether a link is connected to a
singl e DTE or another nulti-user segment.

The approximte mnimumtime for rollover of this
counter is 81 hours.™
REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.6.2,
aSour ceAddr essChanges. "
::={ rptrAddrTrackEntry 4 }

r pt r Addr Tr ackNewlLast Sr cAddr ess OBJECT- TYPE

SYNTAX OCTET STRING (SI ZE(O | 6))

ACCESS read-only

STATUS nmandat ory

DESCRI PTI ON
"This object is the SourceAddress of the |ast
readabl e frame (i.e., counted by
r pt r Moni t or Por t Readabl eFranes) received by this
port. |If no frames have been received by this
port since the agent began nonitoring the port
activity, the agent shall return a string of
| ength zero."

REFERENCE
"Reference | EEE 802.3 Rptr Mt, 19.2.6. 2,
aLast Sour ceAddr ess. "

.= { rptrAddrTrackEntry 5 }

-- Traps for use by Repeaters

-- Traps are defined using the conventions in RFC 1215 [6].

rptrHeal th TRAP- TYPE

ENTERPRI SE snnpDot 3Rpt r Mgt

VARI ABLES { rptrQperStatus }

DESCRI PTI ON
"The rptrHealth trap conveys infornmation rel ated
to the operational status of the repeater. This
trap is sent either when the val ue of
rptr Oper St at us changes, or upon conpletion of a
non-di sruptive test.

The rptrHealth trap nmust contain the
rptrQperStatus object. The agent nay optionally
i nclude the rptrHeal thText object in the varBind
list. See the rptrQperStatus and rptrHeal t hText
objects for descriptions of the information that
is sent.
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The agent nust throttle the generation of
consecutive rptrHealth traps so that there is at

| east a five-second gap between traps of this
type. When traps are throttled, they are dropped,
not queued for sending at a future time. (Note
that 'generating’ a trap neans sending to al
configured recipients.)"

REFERENCE

"Reference | EEE 802.3 Rptr Mt, 19.2.3.4,
hubHeal th notification."

r pt r &G oupChange TRAP- TYPE
ENTERPRI SE  snnpDot 3Rpt r Myt
VARI ABLES { rptrGoupl ndex }
DESCRI PTI ON

"This trap is sent when a change occurs in the
group structure of a repeater. This occurs only
when a group is logically or physically renoved
fromor added to a repeater. The varBind |ist
contains the identifier of the group that was
renoved or added.

The agent nust throttle the generation of
consecutive rptrGoupChange traps for the sane
group so that there is at |east a five-second gap
between traps of this type. Wen traps are
throttled, they are dropped, not queued for
sending at a future tine. (Note that ’'generating
a trap neans sending to all configured
recipients.)"

REFERENCE

"Reference | EEE 802.3 Rptr Mt, 19.2.3.4,
groupMapChange notification."

rptr Reset Event TRAP- TYPE
ENTERPRI SE snnpDot 3Rpt r Myt
VARI ABLES { rptrQperStatus }
DESCRI PTI ON

McMaster & McCl oghrie

"The rptrReset Event trap conveys information
related to the operational status of the repeater.
This trap is sent on conpletion of a repeater

reset action. A repeater reset action is defined
as an a transition to the START state of Fig 9-2
in section 9 [I EEE 802.3 Std], when triggered by a
management conmand (e.g., an SNVMP Set on the
rptrReset object).

1993

[ Page 37]



1993

RFC 1516 802.3 Repeater M B Sept enber
The agent nust throttle the generation of
consecutive rptrReset Event traps so that there is
at least a five-second gap between traps of this
type. When traps are throttled, they are dropped,
not queued for sending at a future time. (Note
that 'generating’ a trap neans sending to al
configured recipients.)

The rptrResetEvent trap is not sent when the agent
restarts and sends an SNMP col dStart or warnttart
trap. However, it is recomended that a repeater
agent send the rptrQperStatus object as an
optional object with its coldStart and warnttart
trap PDUs.
The rptrOper Status object rmust be included in the
varbind list sent with this trap. The agent nmay
optionally include the rptrHealthText object as
well."
REFERENCE
"Reference | EEE 802.3 Rptr Myt, 19.2.3.4, hubReset
notification."
=3
END
4. Changes from RFC 1368
(1) Added section 2.1.4, "Internal Ports and MAUs," that defines
internal ports and clarifies how they may or may not be
managed.
(2) Noted that the failure list for rptrQOperStatus is ordered
hi ghest priority first.
(3) Cdarified rptrReset description to indicate that the agent
may briefly delay the reset action.
(4) For rptrReset, clarified the actions that the agent should
take after performng the reset and self-test.
(5) For rptrNonDi sruptTest, simlar change to (3).
(6) Cdarified that the rptrNonD srupt Test description allows
returning "ok" after doing only a trivial test.
(7) Deprecated rptrAddrTrackLast Sour ceAddress and defined a
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repl acenent object that has a zero-length value until the
first frame is seen on the port.

(8) darified that rptrHealth trap is sent after
rptr NonDi srupt Test even if repeater health information
doesn’t change as a result of the test.

(9) darified text on throttling traps.
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