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Status of this Menp

Thi s docunent specifies an Internet standards track protocol for the
Internet conmunity, and requests discussion and suggestions for

i nprovenents. Please refer to the current edition of the "Internet
Oficial Protocol Standards" (STD 1) for the standardization state
and status of this protocol. Distribution of this nemo is unlimted.

Abstract

Thi s specification defines the addressing architecture of the IP
Version 6 protocol [IPV6]. The docunent includes the |Pv6 addressing
nodel , text representations of |IPv6 addresses, definition of |Pv6

uni cast addresses, anycast addresses, and nulticast addresses, and an
| Pv6 nodes required addresses.
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1.0 I NTRODUCTI ON

This specification defines the addressing architecture of the IP
Version 6 protocol. It includes a detailed description of the
currently defined address formats for I Pv6 [IPV6].

The editors would like to acknow edge the contributions of Pau
Francis, JimBound, Brian Carpenter, Deborah Estrin, Peter Ford, Bob
Glligan, Christian Huitema, Tony Li, Geg Mnshall, Erik Nordmark,
Yakov Rekhter, Bill Sinpson, and Sue Thonson.

2.0 I Pv6 ADDRESSI NG

| Pv6 addresses are 128-bit identifiers for interfaces and sets of
interfaces. There are three types of addresses:

Uni cast : An identifier for a single interface. A packet sent
to a unicast address is delivered to the interface
identified by that address.

Anycast : An identifier for a set of interfaces (typically
bel onging to different nodes). A packet sent to an
anycast address is delivered to one of the interfaces
identified by that address (the "nearest" one,
according to the routing protocols’ neasure of
di st ance).

Multicast: An identifier for a set of interfaces (typically
bel onging to different nodes). A packet sent to a
mul ticast address is delivered to all interfaces
identified by that address.

There are no broadcast addresses in |IPv6, their function being
superseded by nulticast addresses.

In this docunent, fields in addresses are given a specific name, for

exanpl e "subscriber”. Wen this nane is used with the term"ID"' for
identifier after the nane (e.g., "subscriber ID'), it refers to the
contents of the named field. Wwen it is used with the term"prefix"
(e.g., "subscriber prefix") it refers to all of the address up to and

including this field.
In IPv6, all zeros and all ones are |legal values for any field,

unl ess specifically excluded. Specifically, prefixes may contain
zero-valued fields or end in zeros.

H nden & Deering St andards Track [ Page 3]



RFC 1884 | Pv6 Addressing Architecture December 1995

2.1 Addressing Mde

| Pv6 Addresses of all types are assigned to interfaces, not nodes.
Since each interface belongs to a single node, any of that node’s

interfaces’ unicast addresses may be used as an identifier for the
node.

An | Pv6 unicast address refers to a single interface. A single
interface may be assigned nultiple | Pv6 addresses of any type

(uni cast, anycast, and nulticast). There are two exceptions to this
nodel . These are:

1) A single address may be assigned to nultiple physical interfaces
if the inplenentation treats the nmultiple physical interfaces as
one interface when presenting it to the internet layer. This is
useful for |oad-sharing over nultiple physical interfaces.

2) Routers may have unnunbered interfaces (i.e., no | Pv6 address
assigned to the interface) on point-to-point links to elimnate
the necessity to manually configure and advertise the addresses.
Addresses are not needed for point-to-point interfaces on
routers if those interfaces are not to be used as the origins or
destinati ons of any |Pv6 datagrarns.

| Pv6 continues the | Pv4 nodel that a subnet is associated with one
link. Miltiple subnets may be assigned to the sane |ink
2.2 Text Representation of Addresses

There are three conventional forns for representing | Pv6 addresses as
text strings:

1. The preferred formis x:x:X:X:X:X:X:X, where the 'x’s are the
hexadeci mal val ues of the eight 16-bit pieces of the address.
Exanpl es:

FEDC. BA98: 7654: 3210: FEDC: BA98: 7654: 3210
1080: 0: 0: 0: 8: 800: 200C: 417A
Note that it is not necessary to wite the leading zeros in an
i ndi vidual field, but there nust be at |east one nunmeral in
every field (except for the case described in 2.).
2. Due to the method of allocating certain styles of |Pv6

addresses, it will be common for addresses to contain |ong
strings of zero bits. |In order to nake witing addresses
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containing zero bits easier a special syntax is available to
conpress the zeros. The use of "::" indicates multiple groups
of 16-bits of zeros. The "::" can only appear once in an
address. The "::" can al so be used to conpress the |eading
and/or trailing zeros in an address.

For exanple the foll owi ng addresses:

1080: 0: 0: 0: 8: 800: 200C: 417A a uni cast address

FFO1: 0: 0: 0: 0: 0: 0: 43 a mul ti cast address
0:0:0:0:0:0:0:1 the | oopback address
0:0:0:0:0:0:0:0 the unspecified addresses

may be represented as:

1080: : 8: 800: 200C: 417A a uni cast address

FFO1: : 43 a mul ti cast address

i1 the | oopback address

the unspecified addresses
3. An alternative formthat is sonetimes nore conveni ent when
dealing with a m xed environnent of |IPv4 and | Pv6 nodes is
x:x:x:x:x:x:d.d.d.d, where the 'x’s are the hexadeci mal val ues
of the six high-order 16-bit pieces of the address, and the 'd’'s
are the decinmal values of the four |oworder 8-bit pieces of the
address (standard | Pv4 representation). Exanples:
0:0:0:0:0:0:13.1.68.3
0: 0: 0: 0: 0: FFFF: 129. 144. 52. 38
or in conpressed form
::13.1.68.3

:: FFFF: 129. 144. 52. 38

2.3 Address Type Representation

The specific type of an IPv6 address is indicated by the leading bits
in the address. The variable-length field conprising these |eading
bits is called the Format Prefix (FP). The initial allocation of
these prefixes is as foll ows:
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Al l ocation Prefix Fraction of
(bi nary) Addr ess Space
Reserved 0000 0000 1/ 256
Unassi gned 0000 0001 1/ 256
Reserved for NSAP All ocation 0000 001 1/ 128
Reserved for |IPX Allocation 0000 010 1/ 128
Unassi gned 0000 011 1/ 128
Unassi gned 0000 1 1/ 32
Unassi gned 0001 1/ 16
Unassi gned 001 1/8
Provi der - Based Uni cast Address 010 1/8
Unassi gned 011 1/8
Reserved for Geographic-
Based Uni cast Addresses 100 1/8
Unassi gned 101 1/8
Unassi gned 110 1/8
Unassi gned 1110 1/ 16
Unassi gned 1111 0 1/ 32
Unassi gned 1111 10 1/ 64
Unassi gned 1111 110 1/ 128
Unassi gned 1111 1110 O 1/512
Li nk Local Use Addresses 1111 1110 10 1/1024
Site Local Use Addresses 1111 1110 11 1/1024
Mul ti cast Addresses 1111 1111 1/ 256

Not e: The "unspecified address" (see section 2.4.2), the

| oopback address (see section 2.4.3), and the |Pv6 Addresses
wi th Enbedded | Pv4 Addresses (see section 2.4.4), are assigned
out of the 0000 0000 format prefix space.

This all ocation supports the direct allocation of provider addresses,
| ocal use addresses, and nulticast addresses. Space is reserved for
NSAP addr esses, | PX addresses, and geographi c addresses. The

remai nder of the address space is unassigned for future use. This
can be used for expansion of existing use (e.g., additional provider
addresses, etc.) or new uses (e.g., separate locators and
identifiers). Fifteen percent of the address space is initially
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allocated. The remamining 85%is reserved for future use.

Uni cast addresses are distinguished fromnulticast addresses by the
val ue of the high-order octet of the addresses: a value of FF
(11111111) identifies an address as a nulticast address; any other
val ue identifies an address as a uni cast address. Anycast addresses
are taken fromthe uni cast address space, and are not syntactically
di sti ngui shabl e from uni cast addresses.

2.4 Uni cast Addresses

The 1 Pv6 unicast address is contiguous bit-w se naskable, simlar to
| Pv4 addresses under C ass-less Interdomain Routing [ClDR].

There are several forms of unicast address assignment in |Pv6,

i ncludi ng the gl obal provider based uni cast address, the geographic
based uni cast address, the NSAP address, the |IPX hierarchica
address, the site-local -use address, the link-|ocal -use address, and
the | Pv4-capabl e host address. Additional address types can be
defined in the future.

| Pv6 nodes may have considerable or little know edge of the interna
structure of the I Pv6 address, depending on the role the node plays
(for instance, host versus router). At a mininum a node may

consi der that unicast addresses (including its own) have no interna

structure:
| 128 bits |
o o o o o o o o e e e e e e e e e e e e e e e e e e e e e e e e oo - +
| node address |
N T R R .. +
A slightly sophisticated host (but still rather sinple) may

additionally be aware of subnet prefix(es) for the link(s) it is
attached to, where different addresses nmay have different values for

n
| n bits | 128-n bits
o e e e e e e e e e e e e e e e e e e e e e e mm— o o m e e o +
| subnet prefix | interface ID |
O S +
Still nore sophisticated hosts may be aware of other hierarchica

boundaries in the unicast address. Though a very sinple router may
have no know edge of the internal structure of |IPv6 unicast
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addresses, routers will nore generally have know edge of one or nore
of the hierarchical boundaries for the operation of routing
protocols. The known boundaries will differ fromrouter to router,
dependi ng on what positions the router holds in the routing

hi er ar chy.

2.4.1 Unicast Address Exanples

An exanpl e of a Unicast address format which will Iikely be combn on
LANs and ot her environnents where | EEE 802 MAC addresses are
avail abl e is:

| subscri ber prefix | subnet 1D | interface ID |

Where the 48-bit Interface IDis an | EEE-802 MAC address. The use of
| EEE 802 MAC addresses as a interface IDis expected to be very
commbn in environments where nodes have an | EEE 802 MAC addr ess. In
ot her environnments, where | EEE 802 MAC addresses are not avail abl e,
ot her types of link |ayer addresses can be used, such as E. 164
addresses, for the interface |D.

The inclusion of a unique global interface identifier, such as an

| EEE MAC address, makes possible a very sinple form of auto-
configuration of addresses. A node may discover a subnet |ID by
listening to Router Advertisenment nessages sent by a router on its
attached link(s), and then fabricating an | Pv6 address for itself by
using its | EEE MAC address as the interface ID on that subnet.

Anot her uni cast address format exanple is where a site or

organi zation requires additional layers of internal hierarchy. In
this exanple the subnet IDis divided into an area I D and a subnet
ID. Its format is:
| s bits | nbits | mbits | 128-s-n-mbits |
o e e e e e e e o B R B e +
| subscriber prefix | area ID| subnet ID | interface ID |
oo - S R R +

Thi s technique can be continued to allow a site or organization to
add additional layers of internal hierarchy. 1t may be desirable to
use an interface ID smaller than a 48-bit | EEE 802 MAC address to
all ow nore space for the additional l|ayers of internal hierarchy.
These could be interface IDs which are adm nistratively created by
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the site or organi zation

2.4.2 The Unspecified Address

The address 0:0:0:0:0:0:0:0 is called the unspecified address. It
nmust never be assigned to any node. It indicates the absence of an
address. One exanple of its use is in the Source Address field of
any | Pv6 datagramnms sent by an initializing host before it has | earned
its own address.

The unspecified address nust not be used as the destination address
of I Pv6 datagrans or in | Pv6 Routing Headers.

2.4.3 The Loopback Address

The unicast address 0:0:0:0:0:0:0:1 is called the | oopback address.
It may be used by a node to send an | Pv6 datagramto itself. It may
never be assigned to any interface.

The | oopback address must not be used as the source address in | Pv6
dat agrans that are sent outside of a single node. An |IPv6 datagram
with a destination address of | oopback nust never be sent outside of
a single node.

2.4.4 | Pv6 Addresses with Enmbedded | Pv4 Addresses

The 1 Pv6 transition nmechani sns include a technique for hosts and
routers to dynamcally tunnel |Pv6 packets over |Pv4 routing
infrastructure. |Pv6 nodes that utilize this technique are assi gned
special |Pv6 uni cast addresses that carry an | Pv4 address in the

| ow-order 32-bits. This type of address is terned an "I Pv4-
conpati bl e | Pv6 address"” and has the format:

A second type of |Pv6 address which holds an enbedded | Pv4 address is
al so defined. This address is used to represent the addresses of

| Pv4-only nodes (those that *do not* support |Pv6) as |Pv6 addresses.
This type of address is terned an "I Pv4-nmapped | Pv6 address” and has
the format:
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2.4.5 NSAP Addresses

Thi s mappi ng of NSAP address into | Pv6 addresses is as foll ows:

|7 121 bits |

The draft definition, notivation, and usage are under study [ NSAP].

2.4.6 | PX Addr esses

Thi s mappi ng of I PX address into | Pv6 addresses is as follows:

|7 121 bits |

The draft definition, notivation, and usage are under study.

2.4.7 Provider-Based d obal Unicast Addresses

The gl obal provider-based uni cast address is assigned as described in
[ALLOC]. This initial assignment plan for these unicast addresses is
simlar to assignment of |Pv4 addresses under the CI DR schenme [CI DR .
The 1 Pv6 gl obal provider-based unicast address format is as follows:

| 3] n bits | mbits | o bits | 125-n-mo bits
Fom e e Fom e Fom e o e e e e +
| 010| registry 1D provider |ID subscriber 1D intra-subscriber
S S Fom e e e e oo - Fom e e e oo +
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The hi gh-order part of the address is assigned to registries, who
then assign portions of the address space to providers, who then
assign portions of the address space to subscribers, etc.

The registry IDidentifies the registry which assigns the provider
portion of the address. The term"registry prefix" refers to the
hi gh-order part of the address up to and including the registry ID.

The provider IDidentifies a specific provider which assigns the
subscri ber portion of the address. The term "provider prefix" refers
to the high-order part of the address up to and including the

provi der |D.

The subscriber 1D distinguishes anong multiple subscribers attached
to the provider identified by the provider ID. The term "subscriber
prefix" refers to the high-order part of the address up to and

i ncl udi ng the subscriber 1D

The intra-subscriber portion of the address is defined by an
i ndi vi dual subscriber and is organized according to the subscribers

| ocal internet topology. It is likely that nmany subscribers wll
choose to divide the intra-subscriber portion of the address into a
subnet 1D and an interface ID. In this case the subnet ID identifies
a specific physical link and the interface IDidentifies a single

interface on that subnet.

2.4.8 Local -use | Pv6 Uni cast Addresses

There are two types of |ocal -use unicast addresses defined. These
are Link-Local and Site-Local. The Link-Local is for use on a single
link and the Site-Local is for use in a single site. Link-Loca
addresses have the follow ng format:

| 10 I

| bits | n bits | 118-n bhits |
R oo e +
| 1111111010| 0 | interface ID |
RSN e oo +

Li nk- Local addresses are designed to be used for addressing on a
single link for purposes such as auto-address configuration, neighbor
di scovery, or when no routers are present.

Rout ers MJST not forward any packets with |ink-Iocal source
addr esses.
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Site-Local addresses have the followi ng fornat:

| 10 |

| bits | n bits | m bits | 118-n-mbits |
TSR SR Fom e e e oo - o e e e e e e e e e e e am o +
| 1111111011 0 | subnet 1D | interface ID |
S Ry STy S TR . +

Site-Local addresses may be used for sites or organizations that are
not (yet) connected to the global Internet. They do not need to
request or "steal" an address prefix fromthe gl obal I|nternet address
space. |Pv6 site-local addresses can be used instead. Wen the
organi zation connects to the global Internet, it can then form gl oba
addresses by replacing the site-local prefix with a subscriber
prefix.

Routers MJST not forward any packets with site-local source addresses
outside of the site.

2.5 Anycast Addresses

An | Pv6 anycast address is an address that is assigned to nore than
one interface (typically belonging to different nodes), with the
property that a packet sent to an anycast address is routed to the
"nearest" interface having that address, according to the routing
protocol s’ mneasure of distance.

Anycast addresses are allocated fromthe uni cast address space, using
any of the defined unicast address formats. Thus, anycast addresses
are syntactically indistinguishable from unicast addresses. Wen a
uni cast address is assigned to nore than one interface, thus turning
it into an anycast address, the nodes to which the address is
assigned nust be explicitly configured to know that it is an anycast
addr ess.

For any assigned anycast address, there is a | ongest address prefix P
that identifies the topological region in which all interfaces

bel onging to that anycast address reside. Wthin the region
identified by P, each nmenber of the anycast set nust be advertised as
a separate entry in the routing system (comonly referred to as a
"host route"); outside the region identified by P, the anycast
address nmay be aggregated into the routing advertisenment for prefix

P

Note that in, the worst case, the prefix P of an anycast set may be

the null prefix, i.e., the menbers of the set may have no topol ogi ca
locality. |In that case, the anycast address nmust be advertised as a
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separate routing entry throughout the entire internet, which presents
a severe scaling limt on how nmany such "gl obal" anycast sets may be
supported. Therefore, it is expected that support for global anycast
sets may be unavailable or very restricted.

One expected use of anycast addresses is to identify the set of
routers belonging to an internet service provider. Such addresses
could be used as internediate addresses in an | Pv6 Routing header, to
cause a packet to be delivered via a particul ar provider or sequence
of providers. Sone other possible uses are to identify the set of
routers attached to a particular subnet, or the set of routers
providing entry into a particular routing domain

There is little experience with wi despread, arbitrary use of internet
anycast addresses, and sone known conplications and hazards when
using themin their full generality [ANYCST]. Until nore experience
has been gai ned and sol utions agreed upon for those problens, the
following restrictions are inposed on | Pv6 anycast addresses:

0 An anycast address MJST NOT be used as the source address of an
| Pv6 packet .

0 An anycast address MJST NOT be assigned to an | Pv6 host, that
is, it my be assigned to an IPv6 router only.

2.5.1 Required Anycast Address

The Subnet - Rout er anycast address is predefined. |It’s format is as
fol | ows:
| n bits | 128-n bits
o m m e e e e e e e e e e e e e e e e e e e e e e e e e me e oo T +
| subnet prefix | 00000000000000
oo o e o e e e e e e e e e e e e e e e e e e e m— oo - oo o - +

The "subnet prefix" in an anycast address is the prefix which
identifies a specific link. This anycast address is syntactically
the sanme as a unicast address for an interface on the link with the
interface identifier set to zero.

Packets sent to the Subnet-Router anycast address will be delivered
to one router on the subnet. All routers are required to support the
Subnet - Rout er anycast addresses for the subnets which they have

i nterfaces.
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The subnet-router anycast address is intended to be used for
applications where a node needs to comunicate with one of a set of
routers on a renote subnet. For exanple when a nobile host needs to
conmuni cate with one of the nobile agents on it’s "home" subnet.

2.6 Miulticast Addresses

An I Pv6 nulticast address is an identifier for a group of nodes. A
node may bel ong to any number of multicast groups. Milticast
addresses have the follow ng format:

| 8 | 41 4] 112 bits |
R T T T S +

| 11111111 f1 gs| scop| group ID
Fomm e m oo - T +

11111111 at the start of the address identifies the address as
being a multicast address.

e
flgs is a set of 4 flags: | O] O] O] T|
+- - - -+

The high-order 3 flags are reserved, and nust be
initialized to O.

T = 0 indicates a permanently-assigned ("well-known")
mul ti cast address, assigned by the global internet
nunbering authority.

T = 1 indicates a non-pernmanently-assigned ("transient")
mul ti cast address.

scop is a 4-bit multicast scope value used to limt the scope of
the nmulticast group. The val ues are:

reserved
node- | ocal scope
i nk-1ocal scope
(unassi gned)
(unassi gned)
site-local scope
(unassi gned)
(unassi gned)
organi zati on-1 ocal scope
(unassi gned)
(unassi gned)

>OONOUPA~WNEO
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(unassi gned)
(unassi gned)
(unassi gned)
gl obal scope
reserved

TmoOO®

group IDidentifies the nmulticast group, either pernmanent or
transient, within the given scope.

The "meani ng" of a permanentl|ly-assigned nulticast address is

i ndependent of the scope value. For exanple, if the "NIP servers
group” is assigned a permanent nulticast address with a group ID of
43 (hex), then:

FF01: 0:0:0:0: 0: 0: 43 neans all NTP servers on the sane node as
t he sender.

FF02: 0:0:0: 0: 0: 0: 43 nmeans all NTP servers on the sane |ink as
t he sender.

FF05:0:0:0:0:0:0:43 nmeans all NTP servers at the sane site as
t he sender.

FFOE: 0: 0: 0: 0: 0: 0: 43 nreans all NTP servers in the internet.

Non- per manent | y- assi gned nul ti cast addresses are neani ngful only
within a given scope. For exanple, a group identified by the non-
per manent, site-local multicast address FF15:0:0:0:0:0:0:43 at one
site bears no relationship to a group using the sane address at a
different site, nor to a non-permanent group using the same group ID
with different scope, nor to a pernmanent group with the sane group

I D.

Mul ti cast addresses nmust not be used as source addresses in | Pv6
dat agrans or appear in any routing header

2.6.1 Pre-Defined Miulti cast Addresses

The foll owi ng well-known nulticast addresses are pre-defined:

Reserved Multi cast Addresses: FF00: 0:0:0: 0:0: 0: 0
FF01:0:0:0:0:0:0:0
FF02:0:0:0:0:0:0: 0
FF03:0:0:0:0:0:0:0
FF04:0:0:0:0:0:0:0
FF05:0:0:0:0:0:0:0
FF06:0:0:0:0:0:0:0
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FF07:0:0:0:0:0:0:0
FF08:0:0:0:0:0:0: 0
FF09:0:0:0:0:0:0: 0
FFOA:0:0:0:0:0:0: 0
FFOB:0:0:0:0:0:0: 0
FFOC.0:0:0:0:0:0:0
FFOD: 0: 0: 0: 0: 0: 0: 0
FFOE: 0: 0:0:0: 0: 0: O
FFOF:0:0:0:0:0:0: 0

The above nulticast addresses are reserved and shall never be
assigned to any nulticast group.

Al'l Nodes Addresses: FF01:0:0:0:0:0:0: 1
FF02:0:0:0:0:0:0:1

The above multicast addresses identify the group of all |Pv6 nodes,
within scope 1 (node-local) or 2 (link-local).

Al l Routers Addresses: FF01:0:0:0:0:0:0: 2
FF02:0:0:0:0:0:0: 2

The above multicast addresses identify the group of all IPv6 routers,
within scope 1 (node-local) or 2 (link-local).

DHCP Server/ Rel ay- Agent: FF02:0:0:0:0:0:0:C

The above multicast addresses identify the group of all |1Pv6 DHCP
Servers and Rel ay Agents within scope 2 (link-1local).

Sol i cited- Node Address: FF02: 0:0: 0:0: 1: XXXX: XXXX

The above multicast address is conputed as a function of a node’s
uni cast and anycast addresses. The solicited-node multicast address
is formed by taking the | oworder 32 bits of the address (unicast or
anycast) and appending those bits to the 96-bit prefix FF02:0:0:0:0:1
resulting in a nulticast address in the range

FF02: 0: 0: 0: 0: 1: 0000: 0000
to

FFO02: 0: 0: 0: O: 1: FFFF: FFFF

For exanple, the solicited node multicast address corresponding to
the 1 Pv6 address 4037::01: 800: 200E: 8C6C i s FF02::1: 200E: 8C6C. | Pv6
addresses that differ only in the high-order bits, e.g., due to

nmul tiple high-order prefixes associated with different providers,
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will map to the sane solicited-node address thereby reducing the
nunber of nulticast addresses a node nust join.

A node is required to conpute and support a Solicited-Node multicast
addresses for every unicast and anycast address it is assigned.

2.7 A Node’'s Required Addresses

A host is required to recognize the foll ow ng addresses as
identifying itself:

o Its Link-Local Address for each interface
o Assigned Uni cast Addresses
o Loopback Address
0 Al'l -Nodes Multicast Address
0 Solicited-Node Milticast Address for each of its assigned
uni cast and anycast addresses
o Multicast Addresses of all other groups which the host bel ongs.

A router is required to recogni ze the foll owi ng addresses as
identifying itself:

Its Link-Local Address for each interface

Assi gned Uni cast Addresses

Loopback Address

The Subnet - Rout er anycast addresses for the links it has

i nterfaces.

Al'l other Anycast addresses with which the router has been

confi gur ed.

0 Al'l -Nodes Multicast Address

Al'l -Router Multicast Address

0 Solicited-Node Miulticast Address for each of its assigned
uni cast and anycast addresses

o Multicast Addresses of all other groups which the router

bel ongs.

o (el elelNe]

o

The only address prefixes which should be predefined in an
i mpl ementation are the:

Unspeci fi ed Address

Loopback Address

Mul ticast Prefix (FF)

Local - Use Prefixes (Link-Local and Site-Local)
Pre-Defined Milticast Addresses

| Pv4- Conpati bl e Prefixes

O O0OO0OO0OO0O0o

| mpl ement ati ons shoul d assume all other addresses are unicast unless
specifically configured (e.g., anycast addresses).
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