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1.

I ntroduction

Thi s docunent describes the BGP encodi ngs and procedures for

exchangi ng the information el enents required by Milticast in MPLS/ BGP
I P VPNs, as specified in [MWPN]. This docunent assunes a thorough
famliarity with the procedures, concepts, and terns described in

[ M\VPN .

Thi s docunent defines a new Network Layer Reachability Information
(NLRI'), MCAST-VPN NLRI. The MCAST-VPN NLRI is used for MVPN aut o-

di scovery, advertising MVPN to Inclusive P-Milticast Service
Interface (1-PMSI) tunnel binding, advertising (CGS, GG to Selective
PMSI (S-PMSI) tunnel binding, VPN custoner nulticast routing

i nformati on exchange anong Provi der Edge routers (PEs), choosing a
single forwarder PE, and for procedures in support of co-locating a
Cust omer Rendezvous Point (C-RP) on a PE.

This docunent specifies two new BGP attributes: the P-Milticast
Service Interface Tunnel (PMSlI Tunnel) attribute and the PE
Di stingui sher Label attribute.

Thi s docunent al so defines two new BGP Extended Conmunities: the
Sour ce Aut ononous System (AS) Extended Community and the VPN Routing
and Forwardi ng (VRF) Route |Inport Extended Community.
Specification of Requirenents
The key words "MJST", "MJST NOT", "REQUI RED', "SHALL", "SHALL NOT",
"SHOULD', "SHOULD NOT", "RECOWMENDED', "MAY", and "OPTIONAL" in this
docunent are to be interpreted as described in [RFC2119].
Ter m nol ogy
In the context of this document, we will refer to the MVPN aut o-
di scovery/binding information carried in BGP as "auto-di scovery
routes" ("A-D routes"). For a given MVPN, there are the foll ow ng
types of A-D routes:

+ Intra-AS | -PMSI A-D route;

+ Inter-AS | -PM5l A-D route;

+ S-PMSI A-D route;

+

Leaf A-D route;

+

Source Active A-D route.
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In the context of this document, we will refer to the MVPN custoners’
mul ticast routing infornmation carried in BGP as "C-nulticast routes".
For a given MVPN, there are the follow ng types of Cnulticast
routes:

+ Shared Tree Join route;

+ Source Tree Join route;
For each MVPN present on a PE, the PE nmaintains a Tree Infornmation
Base (MVWPN-TIB). This is the same as TIB defined in [ RFC4601],
except that instead of a single TIB, a PE naintains nultiple MPN
TIBs: one per each MPN.
Thr oughout this document, we will use the term"VPN-IP route" to nean
aroute that is either in the VPN-1Pv4 address fam|ly [ RFC4364] or in
the VPN-I1Pv6 address famly [ RFC4659].

4. MCAST- VPN NLRI

Thi s docunent defines a new BGP NLRI, called the MCAST-VPN NLRI .

The following is the format of the MCAST-VPN NLRI:

o m e e e e e e e e e e eee s +
| Rout e Type (1 octet) |
o m e e e e e e e e e ee s +
| Length (1 octet) |
o e e e e e e e e e e e e e e e +
| Route Type specific (variable) |
o m e e e e e e e e e e eee s +

The Route Type field defines the encoding of the rest of MCAST-VPN
NLRI (Route Type specific MCAST- VPN NLRI).

The Length field indicates the length in octets of the Route Type
specific field of the MCAST- VPN NLRI.

Thi s docunent defines the followi ng Route Types for A-D routes:

- Intra-AS | -PMSI A-D route;
- Inter-AS | -PMSI A-D route;
S-PMSI A-D route;

- Leaf A-D route;

- Source Active A-D route.

+ 4+ + + +
GRWN R
1
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Thi s docunent defines the followi ng Route Types for C nulticast
routes:

+ 6 - Shared Tree Join route;
+ 7 - Source Tree Join route;

The MCAST-VPN NLRI is carried in BGP [ RFC4271] using BGP

Mul ti protocol Extensions [RFC4760] with an Address Fanmily ldentifier
(AFl) of 1 or 2 and a Subsequent AFI (SAFlI) of MCAST-VPN. The NLR
field in the MP_REACH NLRI/ MP_UNREACH NLRI attribute contains the
MCAST- VPN NLRI (encoded as specified above). The value of the AFI
field in the MP_REACH NLRI/ MP_UNREACH NLRI attribute that carries the
MCAST- VPN NLRI determ nes whether the multicast source and nulticast
group addresses carried in the S-PMSI A-D routes, Source Active A-D
routes, and C-nmulticast routes are | Pv4 or | Pv6 addresses (AFl 1

i ndi cates | Pv4 addresses, AFl 2 indicates |Pv6 addresses).

In order for two BGP speakers to exchange | abel ed MCAST- VPN NLRI s,
they nmust use a BGP Capabilities Advertisenent to ensure that they
both are capable of properly processing such an NLRI. This is done
as specified in [RFC4760], by using capability code 1 (rmulti protocol
BGP) with an AFl of 1 or 2 and an SAFI of MCAST- VPN

The follow ng describes the format of the Route Type specific MCAST-
VPN NLRI for various Route Types defined in this docunent.

4.1. Intra-AS |-PVsl A-D Route

An Intra-AS | -PMSI A-D Route Type specific MCAST-VPN NLRI consists of
the foll ow ng:

s +
| RD (8 octets) |
e +
| Oiginating Router’s | P Addr |
e +

The Route Distinguisher (RD) is encoded as described in [ RFC4364].

Usage of Intra-AS I-PVMSl A-D routes is described in Section 9. 2.
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4. 2. Inter-AS | -PMSI A-D Route

An Inter-AS |-PNMSI
the foll ow ng:

o e e m e e e e e e e e e e e e e e e +
| RD (8 octets) |
o m e e e e e e e e e eme s +
| Source AS (4 octets) |
o m e m e e e e e e e e e e e e emeao - +

The RD is encoded as described in [ RFC4364].

A-D Route Type specific MCAST- VPN NLRI

MVPNs February 2012

consi sts of

The Source AS contains an Autononous System Nunber (ASN).

Two-octet ASNs are encoded in the two | oworder octets of the Source
AS field, with the two high-order octets set to zero.

Usage of Inter-AS I|-PNSI
4.3. S-PMSI A-D Route

An S-PMBI A-D Route Type specific MCAST- VPN NLRI

fol | owi ng:
o m e e e e e e e e e eme s +
| RD (8 octets) |
e +
| Multicast Source Length (1 octet) |
e +
| Multicast Source (variable) |
o m e e e e e e e e e eme s +
| Milticast Goup Length (1 octet) |
e +
| Milticast G oup (vari abl e) |
e +
| Oiginating Router’s | P Addr |
o m e e e e e e e e e eme s +

The RD is encoded as described in [ RFC4364] .

The Multicast Source field contains the G S address.
Mul ticast Source field contains an | Pv4 address,

the Multicast Source Length field is 32.
field contains an | Pv6 address,
Source Length field is 128.

Aggarwal , et al. St andards Track
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The Multicast Goup field contains the CG address or C-LDP (Label

Di stribution Protocol) MP Opaque Val ue El enent (use of C-LDP MP
Opaque Val ue Elerment is described in the Section 11.3.2. If the
Miulticast Goup field contains an | Pv4 address, then the value of the
Multicast Goup Length field is 32. |If the Miulticast Goup field
contains an | Pv6 address, then the value of the Milticast G oup
Length field is 128.

Usage of other values of the Multicast Source Length and Milti cast
Group Length fields is outside the scope of this docunent.

Usage of S-PMSI A-D routes is described in Section 12.
4.4, Leaf A-D Route

A Leaf A-D Route Type specific MCAST-VPN NLRI consists of the

fol | owi ng:
B . +
| Rout e Key (vari abl e) |
T e +
| Originating Router’s | P Addr |
o e e e e e e e e e e e e e e e +

Leaf A-D routes nay be originated as a result of processing a
received Inter-AS |-PMSI A-Droute or SSPMSI A-Droute. A Leaf A-D
route is originated in these situations only if the received route
has a PMsl Tunnel attribute whose "Leaf Information Required" bit is
set to 1.

If a Leaf A-Droute is originated as a result of processing one of
the received routes specified in the previous paragraph, the Route
Key of the Leaf A-Droute is set to the NLRI of the received route.

Details of the use of the Leaf A-D route may be found in Sections
9.2.3.2.1, 9.2.3.3, 9.2.3.4.1, 9.2.3.5, and 12.3.
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4.5, Source Active A-D Route

A Source Active A-D Route Type specific MCAST-VPN NLRI consists of
the foll ow ng:

o e e m e e e e e e e e e e e e e e e +
| RD (8 octets) |
o m e e e e e e e e e eme s +
| Multicast Source Length (1 octet) |
o m e m e e e e e e e e e e e e emeao - +
| Mul ticast Source (variable) |
o e e m e e e e e e e e e e e e e e e +
| Multicast Goup Length (1 octet) |
o m e e e e e e e e e eme s +
| Milticast Goup (variable) |
o m e m e e e e e e e e e e e e emeao - +

The RD is encoded as described in [ RFC4364].

The Multicast Source field contains the CGS address. |If the

Mul ticast Source field contains an | Pv4 address, then the val ue of
the Multicast Source Length field is 32. [If the Milticast Source
field contains an | Pv6 address, then the value of the Mil ticast
Source Length field is 128.

Use of the Source Active A-Droutes with the Milticast Source Length
field of 0 is outside the scope of this docunent.

The Multicast Goup field contains the GG address. |If the Milticast
Goup field contains an | Pv4 address, then the value of the Milticast
Group Length fieldis 32. If the Miulticast Group field contains an

| Pv6 address, then the value of the Miulticast Goup Length field is
128.

Source Active A-D routes with a Miulticast group belonging to the
Source Specific Miulticast (SSM range (as defined in [ RFC4607], and
potentially extended locally on a router) MJST NOT be advertised by a
router and MJST be discarded if received.

Usage of Source Active A-Droutes is described in Sections 13 and 14.
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4.6. CMilticast Route

A Shared Tree Join route and a Source Tree Join Route Type specific
MCAST- VPN NLRI consists of the foll ow ng:

e +
| RD (8 octets) |
o m e e e e e e e e e eme s +
| Source AS (4 octets) |
e +
| Multicast Source Length (1 octet) |
e +
| Mul ticast Source (vari abl e) |
o m e e e e e e e e e eme s +
| Milticast Goup Length (1 octet) |
e +
| Milticast G oup (vari abl e) |
e +

The RD is encoded as described in [ RFC4364].

The Source AS contains an ASN. Two-octet ASNs are encoded in the
| ow-order two octets of the Source AS field.

For a Shared Tree Join route, the Multicast Source field contains the
C-RP address; for a Source Tree Join route, the Milticast Source
field contains the CGS address. |If the Milticast Source field
contains an | Pv4 address, then the value of the Miulticast Source
Length field is 32. If the Miulticast Source field contains an |IPv6
address, then the value of the Miulticast Source Length field is 128.

The Multicast Goup field contains the GG address or C MP Qpaque
Value Elenent. |If the Miulticast Goup field contains an | Pv4
address, then the value of the Miulticast Goup Length field is 32.

If the Multicast Group field contains an | Pv6 address, then the val ue
of the Multicast Goup Length field is 128.

Usage of C-nulticast routes is described in Section 11.
5. PMSI Tunnel Attribute
Thi s docunent defines and uses a new BGP attribute called the
"P-Mul ticast Service Interface Tunnel (PMSlI Tunnel) attribute". This

is an optional transitive BGP attribute. The format of this
attribute is defined as foll ows:

Aggarwal , et al. St andards Track [ Page 10]
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e +
| Flags (1 octet) |
oS +
| Tunnel Type (1 octets) |
o e e e e e e e e e e e e e e +
| MPLS Label (3 octets) |
S +
|  Tunnel ldentifier (variable) |
't +

The Flags field has the follow ng format:

01234567
i e s
| reserved | L]
+- - - - - - - -+

Thi s docunent defines the follow ng flags:
+ Leaf Information Required (L)

The Tunnel Type identifies the type of the tunneling technol ogy used
to establish the PMSI tunnel. The type determ nes the syntax and
semantics of the Tunnel ldentifier field. This document defines the
foll owi ng Tunnel Types:

- No tunnel information present
- RSVP-TE P2MP LSP

- nmLDP P2MP LSP

- PI M SSM Tree

PI M SM Tree

- BIDIR-PIM Tree

- Ingress Replication

- nmLDP MP2MP LSP

+ 4+t
NOUBbWNREO
1

If the MPLS Label field is non-zero, then it contains an MPLS | abel
encoded as 3 octets, where the high-order 20 bits contain the | abel
val ue. Absence of an MPLS Label is indicated by setting the MPLS
Label field to zero.

When the Tunnel Type is set to "No tunnel information present”, the
PMSI Tunnel attribute carries no tunnel information (no Tunnel
Identifier). This type is to be used only in the follow ng case: to
enabl e explicit tracking for a particular custonmer nulticast flow (by
setting the Leaf Information Required flag to 1), but without binding
this flowto a particular provider tunnel (by omitting any tunnel

i nformation).
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When the Tunnel Type is set to RSVP - Traffic Engi neering (RSVP-TE)
Poi nt-to-Mil tipoint (P2MP) Label Switched Path (LSP), the Tunnel
Identifier is <Extended Tunnel |ID, Reserved, Tunnel ID P2MP ID> as
carried in the RSVP-TE P2MP LSP SESSI ON hj ect [ RFC4875].

When the Tunnel Type is set to nmultipoint Label Distribution Protocol
(mLDP) P2MP LSP, the Tunnel Identifier is a P2MP Forwardi ng
Equi val ence O ass (FEC) El enent [nlLDP].

When the Tunnel Type is set to Protocol Independent Milticast -
Sparse Mode (PIMSM tree, the Tunnel ldentifier is <Sender Address,
P-Mil ti cast Group>. The node that originated the attribute MJUST use
the address carried in the Sender Address as the source |P address
for the | PFGRE (Ceneric Routing Encapsul ation) encapsul ation of the
MVPN dat a.

When the Tunnel Type is set to PIMSSMtree, the Tunnel ldentifier is
<P- Root Node Address, P-Milticast Group>  The node that originates
the attribute MUST use the address carried in the P-Root Node Address
as the source I P address for the | P/ GRE encapsul ati on of the M/PN
data. The P-Miulticast Goup in the Tunnel Identifier of the Tunnel
attribute MJUST NOT be expected to be the sane group for all Intra-AS
A-D routes for the sane MWPN. According to [ RFC4607], the group
address can be locally allocated by the originating PE w thout any
consi deration for the group address used by other PE on the sanme
MVPN.

When the Tunnel Type is set to BIDIR-PIMtree, the Tunnel Identifier
i s <Sender Address, P-Milticast Goup> The node that originated the
attribute MJST use the address carried in the Sender Address as the
source | P address for the | P/ GRE encapsul ation of the MPN dat a.

When the Tunnel Type is set to PPMSMor BIDIR-PIMtree, then the
P-Mul ticast Group in the Tunnel ldentifier of the Tunnel attribute
SHOULD contain the sanme nmulticast group address for all Intra-AS
|-PVMSI A-Droutes for the same MVPN originated by PEs within a given
AS. How this nulticast group address is chosen is outside the scope
of this specification.

When the Tunnel Type is set to Ingress Replication, the Tunnel
Identifier carries the unicast tunnel endpoint |IP address of the
local PE that is to be this PE' s receiving endpoi nt address for the
tunnel .

Wien the Tunnel Type is set to nLDP Miltipoint-to-Miltipoint (MP2MP)
LSP, the Tunnel ldentifier is an MP2MP FEC El ement [nliDP].
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The use of nlLDP MP2MP LSPs as Provider tunnels (P-tunnels) requires
procedures that are outside the scope of this docunent.

A router that supports the PMSI Tunnel attribute considers this
attribute to be malforned if either (a) it contains an undefined
tunnel type in the Tunnel Type field of the attribute, or (b) the
router cannot parse the Tunnel Identifier field of the attribute as a
tunnel identifier of the tunnel types specified in the Tunnel Type
field of the attribute.

When a router that receives a BGP Update that contains the PMS

Tunnel attribute with its Partial bit set deternines that the
attribute is nmalforned, the router SHOULD treat this Update as though
all the routes contained in this Update had been wi t hdrawn.

An i nmpl enentati on MJST provide debugging facilities to pernit issues
caused by a mal formed PMSI Tunnel attribute to be diagnosed. At a
m ni mum such facilities MJST include |ogging an error when such an
attribute is detected.

The PMSI Tunnel attribute is used in conjunction with Intra-AS |I-PM5
A-D routes, Inter-AS |-PMSI A-D routes, S-PMSI A-D routes, and Leaf
A-D routes.

6. Source AS Extended Conmunity

Thi s docunent defines a new BGP Extended Community called "Source
AS".

The Source AS is an AS-specific Extended Conmunity, of an extended
type, and is transitive across AS boundaries [ RFC4360].

The d obal Administrator field of this Cormmunity MJUST be set to the
ASN of the PE. The Local Administrator field of this Conmunity MJST
be set to O.

Consi der a given MVPN that uses BGP for exchanging C-nulticast
routes, and/or uses segnented inter-AS tunnels. A PE that has sites
of that MVPN connected to it, and originates a (unicast) route to
VPN- | P addresses associated with the destinations within these sites,
MUST include in the BGP Update nessage that carries this route the
Source AS Extended Community.

The usage of a received Source AS Extended Community is described in
Section 11.1. 3.
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7.

VRF Route | nport Extended Comunity

Thi s docunent defines a new BGP Extended Conmunity called "VRF Route
| mport".

The VRF Route Inport is an |IP-address-specific Extended Conmunity, of
an extended type, and is transitive across AS boundaries [RFC4360].

To support MVPN in addition to the inport/export Route Target(s)

Ext ended Conmunities used by the unicast routing, each VRF on a PE
MUST have an inport Route Target Extended Comunity, except if it is
known a priori that none of the (local) M/PN sites associated with
the VRF contain nulticast source(s) and/or C-RP; in which case, the
VRF need not have this inport Route Target.

We refer to this Route Target as the "C-nulticast Inmport RT", as this
Route Target controls inports of Gnulticast routes into a particul ar
VRF.

A PE constructs C-nulticast Inport RT as follows:

+ The dobal Administrator field of the Grmulticast Inmport RT MJST
be set to an IP address of the PE. This address SHOULD be comon
for all the VRFs on the PE (e.g., this address may be the PE' s
| oopback address).

+ The Local Administrator field of the Grmnulticast Inport RT
associated with a given VRF contains a 2-octet nunber that
uniquely identifies that VRF within the PE that contains the VRF
(procedures for assigning such nunbers are purely local to the PE
and are outside the scope of this docunent).

The way C-rmulticast Inport RT is constructed allows it to uniquely
identify a VRF.

A PE that has site(s) of a given MVPN connected to it needs to
communi cate the value of the CGnulticast Inport RT associated with
the VRF of that MVPN on the PE to all other PEs that have sites of
that MVPN. To acconplish this, a PE that originates a (unicast)
route to VPN-IP addresses MJST include in the BGP Updates message
that carries this route the VRF Route I nport Extended Community that
has the value of the C-nulticast Inport RT of the VRF associated with
the route, except if it is known a priori (e.g., via provisioning)
that none of these addresses could act as mnulticast sources and/or
RP; in which case, the (unicast) route MJUST NOT carry the VRF Route
| mport Extended Conmmunity.
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If a PE uses Route Target Constraint [RT-CONSTRAIN], the PE SHOULD
advertise all such G rnulticast Inport RTs using Route Target
Constraints (note that doing this requires just a single Route Target
Constraint advertisenent by the PE). This allows each C nulticast
route to reach only the relevant PE. To constrain distribution of
the Route Target Constraint routes to the AS of the advertising PE,
these routes SHOULD carry the NO EXPORT Comunity [ RFC1997].

Usage of VRF Route Inmport Extended Conmunity is described in
Section 11.1.3.

8. PE Distinguisher Labels Attribute
Thi s docunent defines a new BGP attribute, called the "PE

Di sti ngui sher Labels" attribute. This is an optional transitive BGP
attribute. The format of this attribute is defined as foll ows:

o e e e e e e e e e e e e e e oo +
| PE Address |
oo e e e e e e e eee e +
| Label (3 octets) |
o m e e e e e e e e e e e e e e eaao - +
o e e e e e e e e e e e e e e oo +
| PE Address |
oo e e e e e e e eee e +
| Label (3 octets) |
o m e e e e e e e e e e e e e e eaao - +

The Label field contains an MPLS | abel encoded as 3 octets, where the
hi gh-order 20 bits contain the | abel val ue.

A router that supports the PE Distinguisher Labels attribute
considers this attribute to be malforned if the PE Address field does
not contain a unicast address. The attribute is also considered to
be malfornmed if: (a) the PE Address field is expected to be an | Pv4
address, and the length of the attribute is not a multiple of 7 or
(b) the PE Address field is expected to be an | Pv6 address, and the
length of the attribute is not a nultiple of 19. The length of the
Route Type field of MCAST-VPN NLRI of the route that carries the PE
Di stingui sher Labels attribute provides the information on whether
the PE Address field contains an | Pv4 or |Pv6 address. Each of the
PE addresses in the PE Distinguisher Labels attribute MJST be of the
same address famly as the "Originating Router’s | P Address" of the
route that is carrying the attribute.
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When a router that receives a BGP Update that contains the PE

Di stingui sher Labels attribute with its Partial bit set determnines
that the attribute is nmalfornmed, the router SHOULD treat this Update
as though all the routes contained in this Update had been w t hdrawn.

An i npl enentati on MJUST provide debugging facilities to pernit issues

caused by mal formed PE Distingui sher Label attribute to be di agnosed.
At a mininum such facilities MJST include |ogging an error when such
an attribute is detected.

Usage of this attribute is described in [ MWPN].
9. MPN Aut o- Di scovery/ Bi ndi ng
This section specifies procedures for the auto-discovery of M/PN

menber shi ps and the distribution of information used to instantiate
| - PVBI s.

There are two MVPN aut o-di scovery/ bi ndi ng nechani sns, dubbed "intra-
AS" and "inter-AS" respectively.

The intra-AS nmechani sns provi de auto-di scovery/binding within a
singl e AS.

The intra-AS nmechani sns al so provi de aut o-di scovery/ bi ndi ng acr oss
mul ti pl e ASes when non-segnented inter-AS tunnels are bei ng used.

The inter-AS nmechani sns provi de auto-di scovery/bindi ng across
mul ti pl e ASes when segnented inter-AS tunnels are being used.

Note that if a nmulti-AS systemuses option (a) of section 10 of
[ RFC4364], the notion of inter-AS tunnels does not apply, and so it
needs only the intra-AS nmechani sns.

9.1. MPN Auto-Discovery/Binding - Intra-AS Operations
This section describes exchanges of Intra-AS |-PMSI A-D routes
originated/received by PEs within the same AS, or if non-segmented
inter-AS tunnels are used, then by all PEs.

9.1.1. Oiginating Intra-AS |-PMSI A-D Routes
To participate in the MVPN auto-di scovery/binding, a PE router that
has a given VRF of a given MV/PN MUST, except for the cases specified

in this section, originate an Intra-AS |-PMSI A-D route and
advertises this route in IBG. The route is constructed as foll ows.
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The route carries a single MCAST-VPN NLRI with the RD set to the RD
of the VRF, and the Oiginating Router’s |P Address field set to the
| P address that the PE places in the d obal Administrator field of
the VRF Route Inport Extended Conmmunity of the VPN-1P routes
advertised by the PE. Note that the <RD, Originating Router’s IP
Address> tuple uniquely identifies a given nulticast VRF.

The route carries the PMSI Tunnel attribute if and only if an |-PMs
is used for the MVPN (the conditions under which an |I-PMSI is used
can be found in [MWPN]). Depending on the technol ogy used for the
P-tunnel for the MVPN on the PE, the PMSI Tunnel attribute of the
Intra-AS I -PMSI A-D route is constructed as foll ows.

+ If the PE that originates the advertisenent uses a P-multicast
tree for the P-tunnel for the MVPN, the PMSI Tunnel attribute MJST
contain the identity of the tree (note that the PE could create
the identity of the tree prior to the actual instantiation of the
tree).

+ A PE that uses a P-multicast tree for the P-tunnel MAY aggregate
two or nore MVPNs present on the PE onto the sanme tree. |In this
case, in addition to carrying the identity of the tree, the PM5
Tunnel attribute of the Intra-AS |-PMSI A-D route MUST carry an
MPLS upstream assigned | abel that the PE has bound uniquely to the
MVPN associated with this route (as determned by its RTs).

If the PE has already advertised Intra-AS |-PMSI A-D routes for
two or nore MVPNs that it now desires to aggregate, then the PE
MJUST re-advertise those routes. The re-advertised routes MJST be
the sane as the original ones, except for the PMSI Tunne
attribute and the |l abel carried in that attribute.

+ If the PE that originates the adverti senent uses ingress
replication for the P-tunnel for the MVPN, the route MJST include
the PMBI Tunnel attribute with the Tunnel Type set to |Ingress
Replication and Tunnel Identifier set to a routable address of the
PE. The PMSI Tunnel attribute MJST carry a downstream assi gned
MPLS label. This label is used to denmultiplex the M/PN traffic
recei ved over a unicast tunnel by the PE

+ The Leaf Information Required flag of the PMBI Tunnel attribute
MUST be set to zero and MJST be ignored on receipt.

Di scovery of PE capabilities in ternms of what tunnel types they
support is outside the scope of this docunent. Wthin a given AS
PEs participating in an MV/PN are expected to advertise tunne

bi ndi ngs whose tunnel types are supported by all other PEs that are
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participating in this MPN and are part of the sane AS. In addition
in the inter-AS scenario with non-segnented inter-AS tunnels, the
tunnel types have to be supported by all PEs that are participating
inthis MWPN, irrespective of whether or not these PEs are in the
same AS.

The Next Hop field of the MP_REACH NLRI attribute of the route MJST
be set to the sane I P address as the one carried in the Oiginating
Router’s I P Address field.

By default, the distribution of the Intra-AS |I-PMSI A-D routes is
controlled by the sane Route Targets as the ones used for the

di stribution of VPN-1P unicast routes. That is, by default, the
Intra-AS | -PMSI A-D route MUST carry the export Route Target used by
the unicast routing. |If any other PE has one of these Route Targets
configured as an inport Route Target for a VRF present on the PE, it
treats the advertising PE as a nenber in the WPN to which the VRF
bel ongs. The default could be nodified via configuration by having a
set of Route Targets used for the Intra-AS |-PVSl A-D routes being
distinct fromthe ones used for the VPN-IP unicast routes (see al so
Section 10).

To constrain distribution of the intra-AS nenbershi p/bi ndi ng
information to the AS of the advertising PE, the BGP Update nessage
originated by the advertising PE SHOULD carry the NO EXPORT Conmmunity
[ RFC1997] .

Note that if non-segmented inter-AS P-tunnels are being used, then
the Intra-AS |-PMSl routes need to be distributed to other ASes and
MUST NOT carry the NO EXPORT Commrunity.

Wien BGP is used to exchange C-mnulticast routes, if (a) it is known a
priori that, as a matter of policy, none of the MVPN sites connected
to a given PE are allowed to send nulticast traffic to other sites of
that MVPN (in other words, all these sites are only in the Receiver
Sites set), (b) the PE does not use ingress replication for the
incomng traffic of that MVPN, and (c) none of the other PEs that
have VRFs of that MPN use RSVP-TE P2MP LSP for that MVPN, then the

| ocal PE SHOULD NOT originate an Intra-AS |-PMSI A-D route.

When BGP is used to exchange G- nulticast routes, if it is known a
priori that, as a matter of policy, none of the MVPN sites connected
to a given PE can receive nulticast traffic fromother sites of that
MVPN (in other words, all these sites are only in the Sender Sites
set), and the PE uses ingress replication for that M/PN, then the PE
SHOULD NOT originate an Intra-AS |-PMSI A-D route for that M/PN
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9.1.2. Receiving Intra-AS |-PMsl A-D Routes

When a PE receives a BGP Update nessage that carries an Intra-AS
|-PMSI A-D route such that (a) at |east one of the Route Targets of
the route matches one of the inport Route Targets configured for a
particular VRF on the local PE, (b) either the route was origi nated
by sone other PE within the sane AS as the local PE, or the MVPN
associated with the VRF uses non-segnmented inter-AS tunnels, and (c)
the BGP route selection deternmines that this is the best route with
respect to the NLRI carried by the route, the PE perforns the
fol | owi ng.

If the route does not carry the PMSI Tunnel attribute and ingress
replication is not used, either a) the PE that originated the route
will be using only S-PMSIs to send traffic to renote PEs, or b) as a
matter of policy, the PE that originated the route cannot send
multicast traffic fromthe MVPN sites connected to it to other sites
of that MVPN (in other words, the sites connected to the PE are only
in the Receiver Sites set).

When BGP is used to exchange C-multicast routes, to distinguish

bet ween cases (a) and (b), we use the presence/ absence of the VRF
Route Inmport Extended Conmunity in the unicast VPN routes, as
follows. As specified in Section 7, if it is know a priori that none
of the addresses carried in the NLRI of a given (unicast) VPN route
could act as multicast sources and/or CRP, then such a route does
not carry the VRF Route |Inport Extended Community. Hence, based on
the Upstream Mul ti cast Hop (UVH) selection algorithmspecified in

[ WPN], such a route will be ineligible for the UVH selection. This
inplies that if a given VPN route is selected by the UVH sel ection
procedures, and the PE that originates this VPN route al so originates
an Intra-AS |-PMSI A-Droute, but this route does not carry the PMS
Tunnel attribute, then this PE will be using only S-PMSIs for sending
(rmul ticast) data.

If the route carries the PMSI Tunnel attribute, then

+ If the Tunnel Type in the PMSI Tunnel attribute is set to Ingress
Replication, then the MPLS | abel and the address carried in the
Tunnel ldentifier field of the PMSI Tunnel attribute should be
used when the |l ocal PE sends multicast traffic to the PE that
originated the route.

+ If the Tunnel Type in the PMSI Tunnel attribute is set to nmLDP
P2MP LSP, nlDP MP2MP LSP, PIMSSMtree, PIMSMtree, or BIDIR PIM
tree, the PE SHOULD join as soon as possible the P-nmulticast tree
whose identity is carried in the Tunnel ldentifier
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+

If the Tunnel Type in the PMSI Tunnel attribute is set to RSVP-TE
P2MP LSP, then the PE that originated the route MJST establish an
RSVP-TE P2MP LSP with the local PE as a leaf. This LSP may have
been established before the |ocal PE receives the route, or it may
be established after the |ocal PE receives the route.

+ The receiving PE has to establish the appropriate state to
properly handle the traffic received on the P-multicast tree.

+ If the PMSI Tunnel attribute does not carry a |label, then all
packets that are received on the P-nulticast tree, as identified
by the PMSI Tunnel attribute, are forwarded using the VRF that has
at least one of its inport Route Targets that natches one of the
Route Targets of the received Intra-AS |-PMsl A-D route.

+ If the PMSI Tunnel attribute has the Tunnel Type set to nLDP P2MP
LSP, PIMSSMtree, PIMSMtree, BIDIR-PIMtree, or RSVP-TE P2MP
LSP, and the attribute also carries an MPLS label, then this is an
upstream assi gned | abel, and all packets that are received on the
P-multicast tree, as identified by the PMSI Tunnel attribute, with
t hat upstream assi gned | abel are forwarded using the VRF that has
at least one of its inport Route Targets that matches one of the
Route Targets of the received Intra-AS I-PMsl A-D route.

Irrespective of whether the route carries the PMSI Tunnel attribute,
if the local PE uses RSVP-TE P2MP LSP for sending (rmulticast) traffic
fromthe VRF to the sites attached to other PEs, then the |ocal PE
uses the Originating Router’s I P address information carried in the
route to add the PE that originated the route as a | eaf node to the
LSP.

9.2. MPN Aut o-Di scovery/Binding - Inter-AS Operations

This section applies only to the case where segnmented inter-AS
tunnel s are used.

An Aut ononpbus System Border Router (ASBR) may be configured to
support a particular M/PN as foll ows:

+ An ASBR MJST be configured with a set of (inport) Route Targets
(RTs) that specifies the set of MVPNs supported by the ASBR
These Route Targets control acceptance of Intra-AS/Inter-AS |-PNVSl
A-D routes by the ASBR. As long as unicast and nulticast
connectivity are congruent, this could be the sanme set of Route
Targets as the one used for supporting unicast (and therefore
woul d not require any additional configuration above and beyond of
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what is required for unicast). Note that instead of being
configured, the ASBR MAY obtain this set of (inport) Route Targets
(RTs) by using Route Target Constraint [RT- CONSTRAIN] .

+ The ASBR MJST be (auto-)configured with an inport Route Target
called "ASBR I nport RT". ASBR Inport RT controls acceptance of
Leaf A-D routes and Cnulticast routes by the ASBR, and is used to
constrain distribution of both Leaf A-D routes and C nulticast
routes (see Section 11).

ASBR I nport RT is an |P-address-specific Route Target. The d obal
Admi nistrator field of the ASBR I nport RT MUST be set to the IP
address carried in the Next Hop of all the Inter-AS |-PMSI A-D
routes and S-PMSI A-D routes advertised by this ASBR (if the ASBR
uses different Next Hops, then the ASBR MJUST be (auto-)configured
with nultiple ASBR Inport RTs, one per each such Next Hop). The
Local Administrator field of the ASBR Inport RT MJST be set to O.

If the ASBR supports Route Target Constraint [RT-CONSTRAIN], the
ASBR SHOULD advertise its ASBR Inport RT within its own AS using
Route Target Constraints. To constrain distribution of the Route
Target Constraint routes to the AS of the advertising ASBR, these
routes SHOULD carry the NO EXPORT Conmunity [ RFC1997].

+ The ASBR MJUST be configured with the tunnel types for the intra-AS
segrments of the MVPNs supported by the ASBR, as well as (depending
on the tunnel type) the informati on needed to create the PV
attribute for these tunnel types. Note that instead of being
configured, the ASBR MAY derive the tunnel types fromthe Intra-AS
|-PVMSI A-D routes received by the ASBR

+ If the ASBR originates an Inter-AS |-PMSI A-D route for a
particul ar M/PN present on sonme of the PEs within its own AS, the
ASBR MUST be (auto-)configured with an RD for that MVPN. It is
RECOMVENDED t hat one of the follow ng two options be used:

(1) To allow nore aggregation of Inter-AS |-PMSI A-D routes, it is
recomended that all the ASBRs within an AS that are configured to
originate an Inter-AS | -PMSI A-D route for a particular M/PN be
configured with the sane RD (although for a given MVPN each AS may
assign this RD on its own, w thout coordination with other ASes).

(2) To allow nore control over spreading MVPN traffic anong nultiple
ASBRs within a given AS, it is recommended that each ASBR have a
di stinct RD per each MVPN;, in which case, such an RD SHOULD be
aut o- confi gur ed.
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If an ASBR is configured to support a particular M/PN, the ASBR MJST
participate in the intra-AS MVPN aut o-di scovery/ bi ndi ng procedures
for that MVPN within the ASBR s own AS, as specified in Section 9. 1.

Moreover, in addition to the above, the ASBR perforns procedures
described in Sections 9.2.1, 9.2.2, and 9.2.3.

9.2.1. Oiginating Inter-AS |-PMSI A-D Routes

For a given MVPN configured on an ASBR when the ASBR det ermn nes
(using the intra-AS auto-di scovery procedures) that at |east one of
the PEs of its own AS has (directly) connected site(s) of the MVPN,
the ASBR originates an Inter-AS |-PMSI A-D route and advertises it in
External BGP (EBGP). The route is constructed as foll ows:

+ The route carries a single MCAST-VPN NLRI with the RD set to the
RD configured for that MVPN on the ASBR, and the Source AS set to
the ASN of the ASBR

+ The route carries the PVSI Tunnel attribute if and only if an
|-PMBI is used for the WPN. The Tunnel Type in the attribute is
set to Ingress Replication; the Leaf Information Required flag is
set to 1; the attribute carries no MPLS | abel s.

+ The Next Hop field of the MP._REACH NLRI attribute is set to a
routable | P address of the ASBR

+ The default policy for aggregation of Intra-AS |-PMSI A-D routes
into an Inter-AS |-PM5l A-Droute is that a given Inter-AS |I-PM5
A-D route aggregates only the Intra-AS |-PMSI A-D routes that
carry exactly the sanme set of RTs (note that this set may have
just one RT). In this case, an Inter-AS |-PVsSl A-D route
originated by an ASBR carries exactly the same RT(s) as the RT(s)
carried by the Intra-AS |-PMsl A-D routes that the ASBR aggregates
into that Inter-AS |-PMSI A-D route. An inplenentation MIST
support the default policy for aggregation of Intra-AS |-PMsl A-D
routes into an Inter-AS |-PMSI A-D route.

+ The default policy for aggregation could be nodified via
configuration on the ASBR. An inplenmentation MAY support such
functionality. Mdified policy MJST include rules for
constructing RTs carried by the Inter-AS |-PMSI A-D routes
originated by the ASBR

An Inter-AS | -PMSI A-D route for a given <AS, M/PN> indicates the
presence of the MVPN sites connected to one or nore PEs of the AS.
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An Inter-AS | -PMSI A-D route originated by an ASBR aggregates Intra-
AS | -PVSI A-Droutes originated within the ASBR s own AS. Thus,
while the Intra-AS |-PMSI A-D routes originated within an AS are at
the granularity of <PE, MVPN> within that AS, outside of that AS the
(aggregated) Inter-AS |-PMSI A-D routes could be at the granularity
of <AS, MPN>.

9.2.2. Wwen Not to Oiginate Inter-AS |-PMsl A-D Routes

If, for a given MVPN and a given AS, all of the sites connected to
the PEs within the AS are known a priori to have no multicast
sources, then ASBRs of that AS MAY refrain fromoriginating an Inter-
AS | -PMSI A-D route for that MVPN at all.

9.2.3. Propagating Inter-AS |-PMSI A-D Routes

An Inter-AS | -PMSI A-D route for a given MVPN originated by an ASBR
within a given AS is propagated via BGP to other ASes.

9.2.3.1. Propagating Inter-AS |-PMSI A-D Routes - Overview

Suppose that ASBR A installs an Inter-AS |-PMSI A-D route for MVPN V
that originated at a particular AS, ASl. The BGP Next Hop of that
route becones A's "upstreamnulticast hop" on a nulticast
distribution tree for V that is rooted at AS1. Wen the Inter-AS

| -PMSI A-D routes have been distributed to all the necessary ASes,
they define a "reverse path" fromany AS that supports MV/PN V back to
AS1. For instance, if AS2 supports MVPN V, then there will be a
reverse path for MVPN V from AS2 to AS1. This path is a sequence of
ASBRs, the first of which is in AS2, and the last of which is in ASL.
Each ASBR in the sequence is the BGP Next Hop of the previous ASBR in
t he sequence on the given Inter-AS |-PMSI A-D route.

This reverse path information can be used to construct a
unidirectional nulticast distribution tree for MVPN V, containing all
the ASes that support V, and having ASl1 at the root. W call such a
tree an "inter-AS tree". Milticast data originating in M/PN sites
connected to PEs within a given AS will travel downstream al ong the
tree, which is rooted at that AS

The path along an inter-AS tree is a sequence of ASBRs; it is still
necessary to specify how the nulticast data gets froma given ASBR to
the set of ASBRs that are inmedi ately downstream of the given ASBR
along the tree. This is done by creating "segnents": ASBRs in

adj acent ASes will be connected by inter-AS segnents, ASBRs in the
same AS will be connected by "intra-AS segnments".
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An ASBR initiates creation of an intra-AS segnent when the ASBR
receives an Inter-AS |-PVSI A-D route froman EBGP nei ghbor

Creation of the segnent is conpleted as a result of distributing, via
IBGP, this route within the ASBR s own AS

For a given inter-AS tunnel, each of its intra-AS segnents could be
constructed by its own independent nechanism Moreover, by using
upstream assigned labels within a given AS multiple intra-AS segnents
of different inter-AS tunnels of either the sane or different MVPNs
may share the same P-nulticast tree

If the P-nulticast tree that serves as a particular intra-AS segnent
of an inter-AS tunnel is created by a nulticast control protocol that
uses receiver-initiated joins (e.g., nmLDP, any PIMvariant), and this
P-mul ti cast tree does not aggregate nultiple segnments, then all the

i nformati on needed to create that segment is present in the PM
Tunnel attribute of the Inter-AS |-PMSI A-D routes. However, if the
P-nmul ticast tree that serves as the segnent is created by a protocol
that does not use receiver-initiated joins (e.g., RSVP-TE, ingress
uni cast replication), or if this P-nulticast tree aggregates multiple
segrments (irrespective of the nulticast control protocol used to
create the tree), then it is also necessary to use Leaf A-D routes.
The precise conditions under which Leaf A-D routes need to be used
are described in subsequent sections.

Si nce (aggregated) Inter-AS |-PMSI A-D routes could have granularity
of <AS, MVPN>, an MV/PN that is present in N ASes could have a total
of Ninter-AS tunnels. Thus, for a given MPN, the nunber of inter-
AS tunnels constituting the I-PMSIs is independent of the nunber of
PEs that have this MPN

The precise rules for distributing and processing the Inter-AS |-PM
A-D routes across ASes are given in the follow ng sections.

9.2.3.2. Inter-AS | -PMSI A-D Route Received via EBGP

When an ASBR receives, fromone of its EBGP nei ghbors, a BGP Update
message that carries an Inter-AS |-PVSl A-Droute, if (a) at |east
one of the Route Targets carried in the nessage matches one of the

i mport Route Targets configured on the ASBR, and (b) the ASBR

determ nes that the received route is the best route for its NLRI

the ASBR re-advertises this route to other PEs and ASBRs within its
own AS (handling of this route by other PEs and ASBRs is described in
Section 9.2.3.4).

When re-advertising an Inter-AS |-PVSI A-D route, the ASBR MJST set

the Next Hop field of the MP_REACH NLRI attribute to a routable IP
address of the ASBR
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If the received Inter-AS |-PMSI A-D route carries the PMSI Tunne
attribute, then, depending on the technology used to instantiate the
i ntra-AS segnent of the inter-AS tunnel, the ASBR constructs the PMs
Tunnel attribute of the re-advertised Inter-AS |-PVSI A-D route as
fol | ows.

+ If the ASBR uses ingress replication for the intra-AS segnent of
the inter-AS tunnel, the re-advertised route MJST carry the PMS
Tunnel attribute with the Tunnel Type set to Ingress Replication
but no MPLS | abel s.

+ If the ASBR uses a P-nulticast tree for the intra-AS segnent of
the inter-AS tunnel, the PMBI Tunnel attribute MJST contain the
identity of the tree (note that the ASBR could create the identity
of the tree prior to the actual instantiation of the tree). |If,
in order to instantiate the tree, the ASBR needs to know t he
| eaves of the tree, then the ASBR obtains this information from
the Leaf A-D routes received fromother PEs/ASBRs in the ASBR s
own AS (as described in Section 9.2.3.5) by setting the Leaf
Information Required flag in the PMSI Tunnel attribute to 1

+ An ASBR that uses a P-nulticast tree as the intra-AS segnent of
the inter-AS tunnel MAY aggregate two or nore MVPNs present on the
ASBR onto the sanme tree. 1In this case, in addition to the
identity of the tree, the PMSI Tunnel attribute of the Inter-AS I-
PMSI A-D route MUST carry an MPLS upstream assigned | abel that the
PE has bound uniquely to the MVPN associated with this route (as
determned by its RTS).

If the ASBR has already advertised Inter-AS |-PMsl A-D routes for
two or nore MVPNs that it now desires to aggregate, then the ASBR
MUST re-advertise those routes. The re-advertised routes MJIST be
the sanme as the original ones, except for the PMSI Tunne
attribute and the MVPN | abel

9.2.3.2.1. Oiginating Leaf A-D Route into EBGP

In addition, the ASBR MJUST send to the EBGP nei ghbor from whomit
received the Inter-AS |-PMsl A-D route, a BGP Update nmessage that
carries a Leaf A-D route constructed as foll ows.

+ The route carries a single MCAST-VPN NLRI with the Route Key field
set to the MCAST-VPN NLRI of the Inter-AS |-PMSI A-D route
received fromthat neighbor and the Originating Router’s IP
address set to the |IP address of the ASBR (this MJST be a routable
| P address).
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+ The Leaf A-D route MJST include the PVSI Tunnel attribute with the
Tunnel Type set to Ingress Replication and the Tunnel Ildentifier
set to a routable address of the advertising router. The PNSI
Tunnel attribute MJUST carry a downstream assi gned MPLS | abel that
is used by the advertising router to demultiplex the M/PN traffic
recei ved over a unicast tunnel fromthe EBGP nei ghbor.

+ The ASBR constructs an | P-based Route Target Extended Comrunity by
placing the I P address carried in the Next Hop of the received
Inter-AS | -PMSI A-D route in the dobal Adnministrator field of the
Community, with the Local Admnistrator field of this Conmunity
set to 0 and setting the Extended Communities attribute of the
Leaf A-D route to that Cormunity. Note that this Route Target is
the same as the ASBR Inport RT of the EBGP nei ghbor from which the
ASBR received the Inter-AS |-PMSI A-D route.

+ The Next Hop field of the MP_REACH NLRI attribute of the route
MUST be set to the sane | P address as the one carried in the
Oiginating Router’'s | P Address field of the route.

+ To constrain the distribution scope of this route, the route MJST
carry the NO _ADVERTI SE BGP Comunity [ RFC1997].

Handling of this Leaf A-D route by the EBGP nei ghbor is described in
Section 9.2.3.3.

The ASBR MUST set up its forwarding state such that packets that
arrive on the one-hop ASBR-ASBR LSP, as specified in the PMSI Tunnel
attribute of the Leaf A-D route, are transmitted on the intra-AS
segnment, as specified in the PMBlI Tunnel attribute of the Inter-AS
|-PMSI A-Droute that the ASBR re-advertises in its own AS. However,
t he packets MAY be filtered before forwarding, as specified in
Section 9.2.3.6.

9.2.3.3. Leaf A-D Route Received via EBGP

When an ASBR receives, via EBGP, a Leaf A-Droute originated by its
nei ghbor ASBR, if the Route Target carried in the Extended
Communities attribute of the route matches one of the ASBR I nport RT
(auto-)configured on the ASBR, the ASBR perforns the follow ng.

+ The ASBR finds an Inter-AS |-PMSI A-D route whose MCAST- VPN NLRI
has the sane value as the Route Key field of the Leaf A-D route.

+ If the found Inter-AS |-PMSI A-D route was originated by ASBR
itself, then the ASBR sets up its forwarding state such that
packets received on the intra-AS tunnels originating in the ASBR s
own AS are transmitted on the one-hop ASBR- ASBR LSP specified by
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the MPLS | abel carried in the PMSI Tunnel attribute of the
received Leaf A-Droute. (However, the packets MAY be filtered
before transnission as specified in Section 9.2.3.6). The intra-
AS tunnels are specified in the PMSI Tunnel attribute of all the
Intra-AS | -PMSI A-D routes received by the ASBR that the ASBR
aggregated into the Inter-AS |-PMsl A-D route. For each of these
intra-AS tunnels, if a non-zero MPLS |l abel is carried in the PM5
Tunnel attribute (i.e., aggregation is used), then only packets
received on the inner LSP corresponding to that |abel MJST be
forwarded, not the packets received on the outer LSP, as the outer
LSP possibly carries the traffic of other VPNs.

+ If the found Inter-AS |-PMsl A-D route was origi nated by sone
other ASBR, then the ASBR sets up its forwardi ng state such that
packets received on the intra-AS tunnel segnent, as specified in
the PMSI Tunnel attribute of the found Inter-AS |I-PMSI A-D route,
are transmtted on the one-hop ASBR- ASBR LSP, as specified by the
MPLS | abel carried in the PMBI Tunnel attribute of the Leaf A-D
route.

9.2.3.4. Inter-AS |-PMSI A-D Route Received via | BGP

In the context of this section, we use the term "PE/ASBR router"” to
denote either a PE or an ASBR router.

If a given Inter-AS |-PMSI A-Droute is received via | BGP by a BGP
route reflector, the BGP route reflector MUST NOT nodi fy the Next Hop
field of the MP_REACH NLRI attribute when re-advertising the route
into IBGP (this is because the information carried in the Next Hop is
used for controlling flow of C-nulticast routes, as specified in
Section 11.2).

If a given Inter-AS |-PMSI A-D route is advertised within an AS by
multiple ASBRs of that AS, the BGP best route sel ection perforned by
other PE/ASBR routers within the AS does not require all these

PE/ ASBR routers to select the route advertised by the sane ASBR -- to
the contrary, different PE/ASBR routers nay sel ect routes advertised
by di fferent ASBRs.

When a PE/ ASBR router receives, fromone of its |IBGP neighbors, a BGP
Updat e nessage that carries an Inter-AS |-PMSI A-D route, if (a) at

| east one of the Route Targets carried in the nessage matches one of
the inmport Route Targets configured on the PE/ ASBR, and (b) the

PE/ ASBR deternines that the received route is the best route to the
destination carried in the NLRI of the route, the PE/ ASBR perfornmns
the foll ow ng operations.
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+

9.2.3.

| f

If the router is a PE, then the router inports the route into the
VRF(s) that have the matching inmport Route Targets.

If the router is an ASBR, then the ASBR propagates the route to
its EBGP nei ghbors. Wen propagating the route to the EBGP

nei ghbors, the ASBR MUST set the Next Hop field of the

MP_REACH NLRI attribute to a routable | P address of the ASBR If
the received Inter-AS |-PMSI A-D route carries the PMSI Tunnel
attribute, then the propagated route MJST carry the PMSI Tunnel
attribute with the Tunnel Type set to Ingress Replication; the
attribute carries no MPLS | abel s.

If the received Inter-AS |-PMSI A-D route carries the PMSI Tunnel
attribute with the Tunnel Type set to niLDP P2MP LSP, PIM SSMtree,
PIMSMtree, or BIDDR-PIMtree, the PE/ ASBR SHOULD join as soon as
possible the P-nulticast tree whose identity is carried in the
Tunnel ldentifier.

If the received Inter-AS |-PVMBI A-D route carries the PVBI Tunnel
attribute with the Tunnel Identifier set to RSVP-TE P2MP LSP, then
the ASBR that originated the route MJUST establish an RSVP-TE P2MP
LSP with the |local PE/ASBR as a leaf. This LSP MAY have been
establ i shed before the | ocal PE/ ASBR receives the route, or it MNAY
be established after the | ocal PE receives the route.

If the received Inter-AS |-PMSl A-D route carries the PVSI Tunnel
attribute with the Tunnel Type set to niDP P2MP LSP, RSVP-TE P2MP
LSP, PIMSSM PIMSMtree, or BIDDR-PIMtree, but the attribute
does not carry a label, then the P-nulticast tree, as identified
by the PMSI Tunnel attribute, is an intra-AS LSP segnent that is
part of the inter-AS tunnel for the MVPN advertised by the Inter-
AS | -PVsl A-Droute and rooted at the AS that originated the
Inter-AS | -PMSI A-D route. |If the PMBI Tunnel attribute carries a
(upstream assi gned) |abel, then a conbination of this tree and the

| abel identifies the intra-AS segnent. |If the receiving router is
an ASBR, this intra-AS segnent may further be stitched to the
ASBR- ASBR i nter-AS segnent of the inter-AS tunnel. |f the PE/ ASBR

has | ocal receivers in the M/PN, packets received over the intra-
AS segnent nust be forwarded to the |ocal receivers using the

| ocal VRF.

4.1. Oiginating Leaf A-D Route into |IBGP

the Leaf Information Required flag in the PMSI Tunnel attribute of

the received Inter-AS |-PMSl A-Droute is set to 1, then the PE/ ASBR
MUST originate a new Leaf A-D route as foll ows.
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+ The route carries a single MCAST-VPN NLRI with the Route Key field
set to the MCAST-VPN NLRI of the Inter-AS |-PMSI A-D route
received fromthat neighbor and the Originating Router’s IP
address set to the I P address of the PE/ASBR (this MJST be a
routable I P address).

+ If the received Inter-AS |-PMSl A-D route carries the PMSI Tunnel
attribute with the Tunnel Type set to Ingress Replication, then
the Leaf A-D route MJST carry the PMSI Tunnel attribute with the
Tunnel Type set to Ingress Replication. The Tunnel ldentifier
MUST carry a routabl e address of the PE/ASBR. The PMSI Tunnel
attribute MJUST carry a downstream assi gned MPLS | abel that is used
to demultiplex the MWPN traffic received over a unicast tunnel by
t he PE/ ASBR.

+ The PE/ ASBR constructs an | P-based Route Target Extended Conmunity
by placing the I P address carried in the Next Hop of the received
Inter-AS |-PMBl A-Droute in the dobal Admnistrator field of the
Community, with the Local Administrator field of this Community
set to 0 and setting the Extended Communities attribute of the
Leaf A-D route to that Conmunity.

+ The Next Hop field of the MP_REACH NLRI attribute of the route
MUST be set to the sane | P address as the one carried in the
Oiginating Router’'s | P Address field of the route.

+ To constrain the distribution scope of this route, the route MJST
carry the NO EXPORT Conmunity [RFC1997].

+ Once the Leaf A-D route is constructed, the PE/ ASBR adverti ses
this route into | BGP.

9.2.3.5. Leaf A-D Route Received via | BG

When an ASBR receives, via IBG, a Leaf A-Droute, if the Route
Target carried in the Extended Communities attribute of the route
mat ches one of the ASBR I nport RT (auto-)configured on the ASBR, the
ASBR perfornms the follow ng.

The ASBR finds an Inter-AS |I-PMSI A-D route whose MCAST- VPN NLRI has
the sane value as the Route Key field of the Leaf A-D route.

The received route nay carry either (a) no PMSI Tunnel attribute, or

(b) the PMBI Tunnel attribute, but only with the Tunnel Type set to
I ngress Replication.
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If the received route does not carry the PVSI Tunnel attribute, the
ASBR uses the information fromthe received route to deternmine the

| eaves of the P-nmulticast tree rooted at the ASBR that woul d be used
for the intra-AS segnment associated with the found Inter-AS |-PNMS
A-Droute. The IP address of a leaf is the IP address carried in the
Oiginating Router’'s | P address field of the received Leaf A-D route.

If the received route carries the PMSI Tunnel attribute with the
Tunnel Type set to Ingress Replication, the ASBR uses the infornmation
carried by the route to construct the intra-AS segment with ingress
replication.

9.2.3.6. Optimzing Bandwidth by IP Filtering on ASBRs

An ASBR that has a given Inter-AS |-PMSI A-D route MAY di scard sone
of the traffic carried in the tunnel specified in the PMSI Tunnel
attribute of this route, if the ASBR detern nes that there are no
downstreamreceivers for that traffic.

When BGP is being used to distribute C-nulticast routes, an ASBR t hat
has a given Inter-AS | -PMSI A-D route MAY discard traffic froma
particul ar customer nulticast source CS and destined to a particul ar
customer nulticast group address CGthat is carried over the tunnel
specified in the PVMSI Tunnel attribute of the route, if none of the
C-multicast routes on the ASBR with RD and Source AS being the same
as the RD and Source AS of the Inter-AS |-PVSI A-D route matches the
(GS, GG tuple. A Cmlticast route is said to match a (GS, GG
tuple, if it is a Source Tree Join route with Miulticast Source set to
C-S and Miulticast Group set to GG or a Shared Tree Join route with
Multicast Group set to GG

The above procedures MAY al so apply to an ASBR that originates a
given Inter-AS |-PMSI A-D route. |In this case, the ASBR applies them
to the traffic carried over the tunnels specified in the PVBI Tunnel
attribute of the Intra-AS |-PMSI A-D routes that the ASBR aggregates
into the Inter-AS |-PMSI A-D route and whose tails are stitched to

t he one-hop ASBR- ASBR tunnel specified in the Inter-AS |-PMsl A-D
route.

10. Non- Congruent Unicast and Multicast Connectivity

It is possible to deploy MVPN such that the nulticast routing and the
uni cast routing are "non-congruent". For instance, the CEs nay be
distributing to the PEs a special set of unicast routes that are to
be used exclusively for the purpose of upstream multicast hop

sel ection, and not used for unicast routing at all. (For exanple,
when BGP is the CE-PE unicast routing protocol, the CEs may be using
SAFI 2 ("Network Layer Reachability Information used for nulticast
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forwardi ng" [I ANA-SAFI]), and either IPv4 or IPv6 AFl to distribute a
special set of routes that are to be used for, and only for, upstream
mul ticast hop selection.) In such a situation, we will speak of the
MVPN as having two VRFs on a given PE: one containing the routes that
are used for unicast, the other containing the unicast routes that
are used for UWH selection. W wll call the forner the "unicast
routing VRF' and the latter the "UWH VRF' (upstream nulticast-hop
VRF) .

In this docunment, when we speak without qualification of the MVPN s
VRF, then if the MVPN has both a unicast VRF and a UVH VRF, we are
speaking of the UWH VRF. (O course, if there is no separate UVH
VRF, then we are speaking of the unicast VRF.)

If there is a separate UVH VRF, it MAY have its own inport and export
Route Targets, different fromthe ones used by the unicast VRF.

These Route Targets MJST be used to control distribution of auto-

di scovery routes. In addition, the export Route Targets of the UWH
VRF are added to the Route Targets used by the unicast VRF when
originating (unicast) VPN-IP routes. The inport Route Targets
associated with a given UVH VRF are used to deterni ne which of the
recei ved (unicast) VPN-IP routes should be accepted into the UVH VRF.

If a PE maintains an UWH VRF for that MVPN, then it is RECOVMMENDED
that the UMW VRF use the sane RD as the one used by the unicast VRF
of that MVPN.

If an MVPN site is multihoned to several PEs, then to support non-
congruent unicast and nulticast connectivity, on each of these PEs,
the UWH VRF of the MVPN MUST use its own distinct RD (although on a
given PE, the RD used by the UWH VRF SHOULD be the sane as the one
used by the unicast VRF).

If an MVPN has a UVH VRF distinct fromits unicast VRF, then one
option to support non-congruency is to exchange the routes to/from
that UvH VRF by using the sane AFl/SAFlI as used by the routes from
t he uni cast VRF.

Anot her option is to exchange the routes to/fromthe UVH VRF using
the 1Pv4 or 1Pv6 AFl (as appropriate), but with the SAFl set to SAFI
129 "Mul ticast for BGP/ MPLS I P Virtual Private Networks (VPNs)"
[ITANA-SAFI]. The NLRI carried by these routes is defined as foll ows:

e +
| Length (1 octet) |
S +
| Prefix (variable)

o +
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11.

11.

11.

The use and the neaning of these fields are as foll ows:
a) Length:

The Length field indicates the length, in bits, of the address
prefix.

b) Prefix:

The Prefix field contains a Route Distinguisher as defined in
[ RFCA364] prepended to an I Pv4 or |1 Pv6 address prefix, followed by
enough trailing bits to make the end of the field fall on an octet
boundary. Note that the value of trailing bits is irrel evant.

These routes MJUST carry the VRF Route Inport Extended Community. If,
for a given MPN, BGP is used for exchanging C nulticast routes, or
if segnented inter-AS tunnels are used, then these routes MJST al so
carry the Source AS Extended Conmunity.

The detail ed procedures for selecting forwarder PE in the presence of
such routes are outside the scope of this docunent. However, this
docunent requires these procedures to preserve the constraints

i nposed by the single forwarder PE sel ection procedures, as specified
in [ MWPN .

Exchange of C Multicast Routing Infornmation anong PEs

VPN C-Mul ticast Routing Information is exchanged anong PEs by using
C-multicast routes that are carried using an MCAST-VPN NLRI. These
routes are originated and propagated as foll ows.

1. Oiginating CGMilticast Routes by a PE

Part of the procedures for constructing MCAST- VPN NLRI depends on the
mul ticast routing protocol between CE and PE (C-nulticast protocol).

1.1. Oiginating Routes: PIMas the CMilticast Protocol

The follow ng specifies the construction of MCAST-VPN NLRI of
C-multicast routes for the case where the Cnulticast protocol is
PIM These Cnulticast routes are originated as a result of updates
inthe (CGS,CQ, or (CG*,CQG state learned by a PE via the

C-mul ticast protocol.

Note that creation and deletion of (CGS,CGrpt) states on a PE when
the C-nulticast protocol is PIMdo not result in any BGP actions.
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11.1.1.1. Oiginating Source Tree Join CMilticast Route

Wienever (a) a CGPIMinstance on a particular PE creates a new

(GS, GG state, and (b) the selected upstream PE for C S (see
[MPN]) is not the local PE, then the |local PE MIST originate a
C-nulticast route of type Source Tree Join. The Milticast Source
field in the MCAST-VPN NLRI of the route is set to CS; the Milticast
Goup field is set of GG

This Gnmulticast route is said to "correspond” to the GPIM(CS,CGQ
state.

The senantics of the route are such that the PE has one or nore
receivers for (CGS, GG in the sites connected to the PE (the route
has the (GS,C G Join semantics).

Whenever a C-PIMinstance on a particular PE deletes a (CS,GQ
state, the corresponding C-nulticast route MUST be withdrawn. (The
wi thdrawal of the route has the (CGS,CG G Prune senantics). The
MCAST- VPN NLRI of the withdrawn route is carried in the
MP_UNREACH NLRI attribute.

11.1.1.2. Oiginating Shared Tree Join CMilticast Route

Whenever (a) a CGPIMinstance on a particular PE creates a new
(G*,CG state, and (b) the selected upstream PE for the CGRP
corresponding to the GG (see [WPN]) is not the local PE then the
|l ocal PE MIUST originate a C-nulticast route of type Shared Tree Join.
The Multicast Source field in the MCAST-VPN NLRI of the route is set
to the CGRP address. The Miulticast Group field in the MCAST- VPN NLRI
is set to the GG address.

This CGnmulticast route is said to "correspond" to the GPIM(C*,CQ
state.

The senantics of the route are such that the PE has one or nore
receivers for (CG*, GG in the sites connected to the PE (the route
has the (G*,C G Join senmantics).

Whenever a C-PIMinstance on a particular PE deletes a (CG*,CGQ
state, the corresponding C nulticast route MIST be wi thdrawn. (The
wi thdrawal of the route has the (GS, GG Prune senantics). The
MCAST- VPN NLRI of the withdrawn route is carried in the
MP_UNREACH NLRI attribute.
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11.1.2. Oiginating Routes: nLDP as the C-Milticast Protocol

The follow ng specifies the construction of the MCAST-VPN NLRI of
C-multicast routes for the case where the Cnulticast protocol is
nLDP [ nliDP] .

Whenever a PE receives, fromone of its CEs, a P2MP Label Map

<X, Y, L> over interface |I, where X is the Root Node Address, Y is
the OQpaque Value, and L is an MPLS | abel, the PE checks whether it
al ready has state for <X, Y> in the VRF associated with the CE. If
so, then all the PE needs to do in this case is to update its
forwarding state by adding <I, L> to the forwarding state associ ated
with <X, Y>

If the PE does not have state for <X, Y> in the VRF associated with

the CE, then the PE constructs a Source Tree Join C-nulticast route

whose MCAST-VPN NLRI contains X as the Miulticast Source field, and Y
as the Multicast Goup field.

Whenever a PE deletes a previously created <X, Y> state that had
resulted in originating a C-nulticast route, the PE withdraws the
C-multicast route. The MCAST-VPN NLRI of the withdrawn route is
carried in the MP_UNREACH NLRI attri bute.

11.1.3. Constructing the Rest of the C-Milticast Route

The rest of the C-rulticast route is constructed as follows (the same
procedures apply to both PIMand niLDP as the C Milticast protocol).

The | ocal PE executes the procedures of [MWPN] to find the sel ected
Upstream Mul ticast Hop (UW) route and the sel ected upstream PE for
the address carries in the Miulticast Source field of MCAST- VPN NLRI.

Fromthe selected UWH route, the local PE extracts (a) the ASN of the
upstream PE (as carried in the Source AS Extended Conmunity of the
route), and (b) the G multicast Inport RT of the VRF on the upstream
PE (the value of this Cnulticast Inport RT is the value of the VRF
Rout e I nmport Extended Conmunity carried by the route). The Source AS
field in the Grmulticast route is set to that AS. The Route Target
Ext ended Conmmunity of the C-nulticast route is set to that
C-multicast Inport RT.

If there is nore than one (renote) PE that originates the (unicast)
route to the address carried in the Milticast Source field of the
MCAST- VPN NLRI, then the procedures for selecting the UWH route and
the upstream PE to reach that address are as specified in [ WPN].
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11.

If the local and the upstream PEs are in the sane AS, then the RD of
t he adverti sed MCAST-VPN NLRI is set to the RD of the VPN-1P route
that contains the address carried in the Miulticast Source field.

The CG-nulticast route is then advertised into | BGP

If the local and the upstream PEs are in different ASes, then the
local PE finds inits VRF an Inter-AS |-PVSlI A-D route whose Source
AS field carries the ASN of the upstream PE. The RD of the found
Inter-AS | -PMSI A-D route is used as the RD of the advertised
Cmulticast route. The local PE constructs an | P-based Route Target
Ext ended Conmunity by placing the Next Hop of the found Inter-AS |-
PMSI A-D route in the @obal Administrator field of this Comunity,
with the Local Administrator field of this Conmunity set to O; it
then adds this Community to the Extended Conmunities attribute of the
Cmulticast route. (Note that this Route Target is the same as the
ASBR I nport RT of the ASBR identified by the Next Hop of the found
Inter-AS | -PMSI A-D route.)

Inter-AS | -PMSI A-D routes are not used to support non-segnented
inter-AS tunnels. To support non-segnented inter-AS tunnels, if the
| ocal and the upstream PEs are in different ASes, the |ocal system
finds inits VRF an Intra-AS |-PVsSl A-D route fromthe upstream PE
(the Originating Router’s I P Address field of that route has the sane
value as the one carried in the VRF Route Inport of the (unicast)
route to the address carried in the Milticast Source field). The RD
of the found Intra-AS I-PMSI A-D route is used as the RD of the
advertised G-rnulticast route. The Source AS field in the G multicast
route is set to value of the Oiginating Router’s I P Address field of
the found Intra-AS |-PMSI A-D route.

The Next Hop field of the MP_REACH NLRI attribute MJST be set to a
routable | P address of the local PE

If the Next Hop of the found (Inter-AS or Intra-AS) I-PVsSl A-Droute
is an EBGP nei ghbor of the local PE, then the PE advertises the C
mul ticast route to that neighbor. |f the Next Hop of the found
(Inter-AS or Intra-AS) I-PMSI A-Droute is within the same AS as the
| ocal PE, then the PE advertises the C-nulticast route into |BGP

1. 4. Unicast Route Changes

The particular UVH route that is selected by a given PE for a given
C-S may be influenced by the network’s unicast routing. In that
case, a change in the unicast routing may invalidate prior choices of
the UWH route for some GS. |If this happens, the |ocal PE MJST
execute the UWH route selection procedures for CGS again. |If the
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result is that a different UvH route is selected, then for all CG
any previously originated Cnulticast routes for (GS, GG MIST be
re-originated.

Simlarly, if a unicast routing change results in a change of the UWH
route for a CGRP, then for all GG such that CGCRP is the RP
associated with GG any previously originated Cnulticast routes for
(CG*,CG MIST be re-originated.

11.2. Propagating C Milticast Routes by an ASBR

When an ASBR receives a BGP Update nessage that carries a C nulticast
route, if at |east one of the Route Targets of the route natches one
of the ASBR I nport RTs (auto-)configured on the ASBR, the ASBR finds
an Inter-AS | -PVSI A-D route whose RD and Source AS matches the RD
and Source AS carried in the Gmulticast route. |If no matching route
is found, the ASBR takes no further action. |If a matching route is
found, the ASBR proceeds as foll ows.

To support non-segrmented inter-AS tunnels, instead of matching the RD
and Source AS carried in the CGnulticast route against the RD and
Source AS of an Inter-AS |I-PMSI A-D route, the ASBR should match it
against the RD and the Oiginating Router’s I P Address of the Intra-
AS | -PVSI A-D routes.

The ASBR first checks if it already has one or nore Cmulticast
routes that have the sane MCAST-VPN NLRI as the newly received route.
If such a route(s) already exists, the ASBR keeps the newy received
route, but SHALL NOT re-advertise the newy received route.

O herwi se, the ASBR re-advertises the route, as described in this
secti on.

When an ASBR receives a BGP Update nessage that carries a wthdrawal
of a previously advertised C-multicast route, the ASBR first checks
if it already has at |east one other C-nulticast route that has the

same MCAST-VPN NLRI. [If such a route already exists, the ASBR
processes the withdrawn route, but SHALL NOT re-advertise the
withdrawal . O herwi se, the ASBR re-advertises the withdrawal of the

previously advertised CGnulticast route, as described bel ow.

If the ASBR is the ASBR that originated the found Inter-AS |-PMSI A-D
route, then before re-advertising the CG-nulticast route into |BGP,
the ASBR renpbves fromthe route the Route Target that nmatches one of
the ASBR I nport RTs (auto-)configured on the ASBR

If the ASBR is not the ASBR that originated the found Inter-AS |- PNSI

A-D route, then before re-advertising the G nulticast route, the ASBR
nodi fies the Extended Communities attribute of the C-nulticast route
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by replacing the Route Target of the route that natches one of the
ASBR I nport RTs (auto-)configured on the ASBR with a new Route Target
constructed as follows. The new Route Target is an | P-based Route
Target that has the G obal Adm nistrator field set to the Next Hop of
the found Inter-AS |-PMSI A-D route, and Local Administrator field of
this Community set to 0. Note that this newy constructed Route
Target is the sane as the ASBR I nport RT of the ASBR identified by
the Next Hop of the found Inter-AS |-PVMSI A-D route. The rest of the
Ext ended Conmunities attribute of the route SHOULD be passed

unnodi fi ed.

The Next Hop field of the MP_ REACH NLRI attribute SHOULD be set to an
| P address of the ASBR

If the Next Hop field of the MP_REACH NLRI of the found (Inter-AS or
Intra-AS) I-PMsSl A-Droute is an EBGP nei ghbor of the ASBR, then the
ASBR re-advertises the Gnulticast route to that neighbor. [If the
Next Hop field of the MP_REACH NLRI of the found (Inter-AS or Intra-
AS) |-PMSI A-D route is an | BGP nei ghbor of the ASBR, the ASBR re-
advertises the Grmulticast route into IBGP. |If it is the ASBR that
originated the found Inter-AS I-PMSI A-D route in the first place,
then the ASBR just re-advertises the C-rmulticast route into |BGP.

11.3. Receiving CGMilticast Routes by a PE

Wien a PE receives a C-nulticast route the PE checks if any of the
Rout e Target Extended Conmunities carried in the Extended Conmunities
attribute of the route match any of the G rulticast Inport RTs
associated with the VRFs of any MVPN maintained by the PE. If no
match is found, the PE SHOULD discard the route. Oherwise, (if a
match is found), the PE checks if the address carried in the

Mul ticast Source field of the C-nulticast route nmatches one of the
(unicast) VPN-IP routes advertised by PE fromthe VRF. [|f no nmatch
is found the PE SHOULD di scard the route. Qherwise, (if a match is
found), the PE proceeds as foll ows, depending on the nulticast
routing protocol between CE and PE (C-nulticast protocol).

11.3.1. Receiving Routes: PIMas the CMilticast Protocol

The followi ng describes procedures when PIMis used as the multicast
routing protocol between CE and PE (C-nmulticast protocol).

Since CGrmulticast routing information is disseninated by BGP, PIM
nessages are never sent fromone PE to another.
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11.3.1.1. Receiving Source Tree Join C-Milticast Route

If the received route has the Route Type set to Source Tree Join,
then the PE creates a new (CG-S, GG state inits M/PN-TIB fromthe
Mul ticast Source and Multicast Goup fields in the MCAST- VPN NLRI of
the route, if such a state does not already exist.

If the local policy on the PEis to bind (CGS GG to an S-PMsl, then
the PE adds the S-PMSI to the outgoing interface list of the

(GS, GG state, if it is not already there. Oherw se, the PE adds
an |-PMSI to the outgoing interface list of the (CGS, GG state, if
it is not already there.

Wien, for a said VRF, the last Source Tree Join Cnulticast route for
(GS, GG is withdrawn, resulting in the situation where the VRF
contains no Source Tree Join Cmnulticast route for (CGS, GG, the PE
MUST renove the |1-PMSI/S-PMsl fromthe outgoing interface list of the
(CGS, GG state. Depending on the (CGS, GG state of the PE-CE
interfaces, this may result in the PE using Pl M procedures to prune
itself off the (CGS,CGQ tree. If GGis not in the SSMrange for
the VRF, then renoving the |I-PMSI/S-PMsl fromthe outgoing interface
list of the (CGS, GG state SHOULD be done after a delay that is
controlled by a timer. The value of the tiner MJST be confi gurable.

The purpose of this tinmer is to ensure that the PE does not stop
forwarding (GS, GG onto a PMSlI tunnel until all the PEs of the sane
MVPN have had tine to receive the w thdrawal of the Source Active A-D
route for (CGS, GG (see Section 13.1), and the PE connected to CGRP
starts forwarding (G S, GG on the C RPT.

Note that before the PE stops forwarding (C-S,CGQ, there is a
possibility to have (C S, GG packets being sent at the sanme tinme on
the PMSI by both the |ocal PE and the PE connected to the site that
contains CGRP. This would result in a transient unnecessary traffic
on the provider backbone. However, no duplicates will reach customner
hosts subscribed to GG as |ong as the downstream PEs apply
procedures described in Section 9.1 of [ MWPN].

11.3.1.2. Receiving Shared Tree Join CMilticast Route

If the received route has the Route Type set to Shared Tree Join,
then the PE creates a new (CG-*, GG state inits MPN-TIB with the RP
address for that state taken fromthe Milticast Source, and CG for
that state taken fromthe Milticast Goup fields of the MCAST-VPN
NLRI of the route, if such a state does not already exist. |If there
is no SSPMsl for (CG*,CGG@, then the PE adds |I-PMSI to the outgoing
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interface list of the state if it is not already there. |If there is
an S-PMsl for (CG*,CQ, then the PE adds S-PMSI to the outgoing
interface list of the state if it is not already there.

When, for a said VRF, the last Shared Tree Join Cnulticast route for
(G*,CGQG is withdrawn, resulting in the situation where the VRF
contains no Shared Tree Join Cnulticast route for (C*,CQ, the PE
MJUST renove the |-PMSI/S-PMSI fromthe outgoing interface list of the
(G*,CG state. Depending on the (CG*, GG state of the PE-CE
interfaces, this may result in the PE using Pl M procedures to prune
itself off the (CG*,CGQ tree.

11.3.2. Receiving Routes: nlLDP as the C-Milticast Protocol

The foll owi ng describes procedures when nLDP is used as the nulticast
routi ng protocol between CE and PE (C-multicast protocol).

When mlLDP is used as a C-nulticast protocol, the only valid type of a
Cnulticast route that a PE could receive is a Source Tree Join
C-nulticast route.

When the PE receives a Source Tree Join Cnulticast route, the PE
applies, in the scope of this VRF, the P2MP nLDP procedures for a
transit node using the value carried in the Milticast Source field of
the route as the C-Root Node Identifier, and the value carried in the
Miul ticast Group of the route as the C-LDP MP Opaque Val ue El enment.

If there is no S-PMsl for <C-Root Node Identifier, CLDP MP Opaque
Val ue El enment>, then the PE creates and advertises an S PMSI as
described in Section 12 using C-Root Node ldentifier as the value for
the Multicast Source field of the S-PMSI A-D route and C-LDP MP
Opaque Val ue El enent as the value for the Miulticast Goup field of
the route.

To inprove scalability when nLDP is used as the C-Milticast protocol
for a given MWPN, within each AS that has sites of that MPN
connected to the PEs of that AS, all the S-PMSIs of that MVPN MAY be
aggregated into a single P-nulticast tree (by using upstream assi gned
| abel s).

11.4. C-Milticast Routes Aggregation
Note that C-rnulticast routes are "de facto" aggregated by BGP. This
i s because the MCAST-VPN NLRIs advertised by multiple PEs, for a

Cmulticast route for a particular GS and GG (or a particular G *
and GG of a given MV/PN are identical.
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Hence, a BGP route reflector or ASBR that receives multiple such
routes with the sane NLRI will re-advertise only one of these routes
to other BGP speakers.

This inplies that Gnulticast routes for a given (S, G of a given
MVPN originated by PEs that are clients of a given route reflector
are aggregated by the route reflector. For instance, if nmultiple PEs
that are clients of a route reflector, have receivers for a specific
SSM channel of a MVPN, they will all advertise an identical NLRl for
the Source Tree Join G nulticast route. However, only one
Cmulticast route will be advertised by the route reflector for this
specific SSM channel of that MVPN, to other PEs and route reflectors
that are clients of the route reflector.

This also inplies that an ASBR aggregates all the received
C-multicast routes for a given (S, G (or a given (*, @) of a given
MVPN into a single Cnulticast route.

To further reduce the routing churn due to C-nulticast routes
changes, a route reflector that re-advertises a C-nulticast route
SHOULD set the Next Hop field of the MP_REACH NLRI attribute of the
route to an | P address of the route reflector. Likew se, an ASBR
that re-advertises a Gnulticast route SHOULD set the Next Hop field
of the MP_REACH NLRI attribute of the route to an | P address of the
ASBR

Further, a BGP receiver, which receives multiple such routes with the
same NLRI for the same C-nulticast route, will potentially create
forwardi ng state based on a single Cnulticast route. Per the
procedures described in Section 11.3, this forwarding state will be
the sanme as the state that woul d have been created based on anot her
route with same NLRI.

Using S-PMSI A-D Routes to Bind CTrees to P-Tunnels

This section describes BGP-based procedures for using S-PMSls A-D
routes to bind (CGS,CGQ trees to P-tunnels.

1. Oiginating S-PMSl A-D Routes

The followi ng describes procedures for originating S-PMSI A-D routes
by a PE.

The PE constructs the MCAST-VPN NLRI of an S-PMSlI A-D route for a
given (CGS, GG as foll ows.

+ The RDin this NLRI is set to the RD of the MVWPN s VRF associ at ed
with (CGS,CQG.
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+ The Multicast Source field MIST contain the source address
associated with the CG-nulticast stream and the Milticast Source
Length field is set appropriately to reflect this.

+ The Multicast Group field MIST contain the group address
associated with the CGnulticast stream and the Milticast G oup
Length field is set appropriately to reflect this.

+ The Originating Router’s I P Address field MUST be set to the IP
address that the (local) PE places in the G obal Adm nistrator
field of the VRF Route Inport Extended Community of the VPN-IP
routes advertised by the PE. Note that the <RD, Oiginating
Router’s | P address> tuple uniquely identifies a given nulticast
VRF.

The PE constructs the rest of the S-PMSI A-D route as foll ows.

Dependi ng on the type of P-nulticast tree used for the P-tunnel, the
PVMBI Tunnel attribute of the S-PMsl A-D route is constructed as
foll ows:

+ The PMSI Tunnel attribute MJUST contain the identity of the
P-mul ticast tree (note that the PE could create the identity of
the tree prior to the actual instantiation of the tree).

+ If, in order to establish the P-nulticast tree, the PE needs to
know the | eaves of the tree within its own AS, then the PE obtains
this information fromthe Leaf A-D routes received from ot her
PEs/ ASBRs within its own AS (as other PEs/ASBRs originate Leaf A-D
routes in response to receiving the S-PVSI A-D route) by setting
the Leaf Infornmation Required flag in the PMSI Tunnel attribute to
1

+ If a PE originates S-PMSI A-D routes with the Leaf Information
Required flag in the PMSI Tunnel attribute set to 1, then the PE
MUST be (auto-)configured with an inport Route Target, which
controls acceptance of Leaf A-D routes by the PE. (Procedures for
originating Leaf A-D routes by the PEs that receive the S-PMSI A-D
route are described in Section 12.3.)

This Route Target is IP address specific. The d oba

Adm nistrator field of this Route Target MJST be set to the IP
address carried in the Next Hop of all the S-PMSI A-D routes
advertised by this PE (if the PE uses different Next Hops, then
the PE MJUST be (auto-)configured with multiple inport RTS, one per
each such Next Hop). The Local Administrator field of this Route
Target MJST be set to O.
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If the PE supports Route Target Constraint [RT-CONSTRAIN], the PE
SHOULD advertise this inport Route Target within its own AS using
Route Target Constraints. To constrain distribution of the Route
Target Constraint routes to the AS of the advertising PE, these
routes SHOULD carry the NO EXPORT Conmunity [ RFC1997].

+ A PE MAY aggregate two or nore S-PMSIs originated by the PE onto
the same P-nulticast tree. |If the PE already advertises S-PM
A-D routes for these S-PMsls, then aggregation requires the PE to
re-advertise these routes. The re-advertised routes MJST be the
same as the original ones, except for the PMSI Tunnel attribute.
If the PE has not previously advertised S-PMSI A-D routes for
these S-PMSIs, then the aggregation requires the PE to advertise
(new) S-PMSI A-D routes for these S-PMSIs. The PMSI Tunne
attribute in the newly advertised/re-advertised routes MJIST carry
the identity of the P-nulticast tree that aggregates the S-PMSIs
If at | east some of the S-PMSIs aggregated onto the sane
P-nmul ticast tree belong to different MWPNs, then all these routes
MUST carry an MPLS upstream assi gned | abel [RFC5331].

If all these aggregated S-PMSIs belong to the same MVPN, and this
MVPN uses PIMas its G nulticast routing protocol, then the
corresponding S-PVsl A-D routes MAY carry an MPLS upstream assi gned

| abel [RFC5331]. Moreover, in this case, the |abels MJST be distinct
on a per-MWPN basis and MAY be distinct on a per-route basis.

If all these aggregated S-PMSIs belong to the MVPN(s) that uses nlLDP
as its Cnulticast routing protocol, then the correspondi ng S PM5
A-D routes MJUST carry an MPLS upstream assigned | abel [RFC5331], and
these | abels MJST be distinct on a per-route (per-nLDP FEC) basis,

i rrespective of whether the aggregated S-PMSIs belong to the sane or
di fferent MVPNs.

The Next Hop field of the MP_REACH NLRI attribute of the route MJST
be set to the same | P address as the one carried in the Originating
Router’s | P Address field.

The route always carries a set of Route Targets. The default set of
Route Targets is deternined as foll ows:

+ If there is a (unicast) VPN-IP route to CGS originated fromthe
VRF, but no (unicast) VPN-IP route to CRP originated fromthe
VRF, then the set of Route Targets is fornmed by a set intersection
bet ween the set of Route Targets carried in the Intra-AS |I-PMSI A-
Droute originated fromthe VRF and the set of Route Targets
carried by the (unicast) VPN-IP route to CS.
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+ If there is no (unicast) VPN-1P route to C-S originated fromthe
VRF, but there is a (unicast) VPN-IP route to CGRP originated from
the VRF, then the set of Route Targets is forned by a set
i ntersection between the set of Route Targets carried in the
intra-AS |-PMSI A-D route originated fromthe VRF and the set of
Route Targets carried by the (unicast) VPN-1P route to C RP.

+ If there is a (unicast) VPN-IP route to C-S originated fromthe
VRF, and a (unicast) VPN-1P route to CG-RP originated fromthe VRF,
then the set of Route Targets is formed by a set intersection
between the set of Route Targets carried in the Intra-AS |I-PMSI A-
D route originated fromthe VRF and the set union of Route Targets
carried by the (unicast) VPN-IP route to CS and the (unicast)
VPN-IP route to CRP.

In each of the above cases, an inplenentation MJST all ow the set of
Route Targets carried by the route to be specified by configuration.
In the absence of a configured set of Route Targets, the route MJST
carry the default set of Route Targets, as specified above.

2. Handling S-PMSI A-D Routes by ASBRs

Procedures for handling an S-PMSI A-D route by ASBRs (both w thin and
outside of the AS of the PE that originates the route) are the sanme
as specified in Section 9.2.3, except that instead of Inter-AS |-PNSl
A-D routes, the procedures apply to S-PMSI A-D routes.

2.1. Merging S-PMVSBlI into an |-PMSI
Consi der the situation where:

+ An ASBR is receiving (or expecting to receive) inter-AS (CS,CQ
data fromupstreamvia an S PMSI.

+ The ASBR is sending (or expecting to send) the inter-AS (CS,CGQ
data downstreamvia an |-PMSI.

This situation nmay occur if the upstream providers have a policy of
using S-PMSIs but the downstream providers have a policy of using

| -PMBls. To support this situation, an ASBR MAY, under certain
conditions, nerge one or nore upstream S-PMSIs into a downstream

| - PVSI .

An S-PMSI (corresponding to a particular S-PMSI A-D route) MAY be
nmerged by a particular ASBR into an |-PMSlI (corresponding to a
particular Inter-AS I-PVSl A-Droute) if and only if the foll ow ng
conditions all hold:
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+ BGP is used to exchange C-nulticast routes.

+ The S-PMSl A-Droute and the Inter-AS |-PMsl A-D route originate
in the same AS. The Inter-AS |-PMSl A-D route carries the
originating AS in the Source AS field of the NLRI of the route and
in the AS PATH attribute of the route. The S-PVMSI A-D route
carries the originating AS in the AS PATH attribute of the route.

+ The S-PMSlI A-D route and the Inter-AS |-PMSI A-D route have
exactly the sane set of RTs.

+ For each (C-S, GG nentioned in the S-PMSI route, if the ASBR has
installed a Source Tree Join (CGS,CG Cnulticast route, then the
S-PMBlI route was originated by the upstream PE of the C nulticast
route. The address of the upstream PE is carried in the RT of the
C-multicast route. The address of the PE that originated the
S-PMSI route is carried in the Oiginating Router’s | P Address
field of the MCAST-VPN NLRI of the route.

+ The ASBR supports the optional capability to discard (G S, CGQ
traffic received on an |-PMS|.

An ASBR perfornms nmerging by stitching the tail end of the P-tunnel,
as specified in the PMBI Tunnel attribute of the S-PMSI A-D route
received by the ASBR, to the head of the P-tunnel, as specified in
the PMBI Tunnel attribute of the Inter-AS I-PVSI A-D route re-
advertised by the ASBR

| P processing during nerge: If an ASBR nerges a (GS,CG S-PMsl A-D
route into an Inter-AS |-PMSI A-D route, the ASBR MJUST discard all
(CGS,CQG traffic it receives on the tunnel advertised in the |-PNSI
A-D route.

An ASBR that nerges an S-PMSI A-D route into an Inter-AS |-PMSI A-D
route MJUST NOT re-advertise the S-PMSI A-D route.

3. Receiving S-PMsl A-D Routes by PEs

Consider a PE that receives an S-PMsl A-D route. |If one or nore of
the VRFs on the PE have their inport Route Targets that contain one
or nore of the Route Targets carried by the received S-PMSI A-D
route, then for each such VRF (and associated WPN-TIB) the PE
perforns the foll ow ng.

Procedures for receiving an S-PMSI A-D route by a PE (both within and
outside of the AS of the PE that originates the route) are the same
as specified in Section 9.2.3.4 except that (a) instead of Inter-AS

Aggarwal , et al. St andards Track [ Page 44]



RFC 6514 BGP Encodi ngs and Procedures for MPNs February 2012

13.

|-PVMSI A-Droutes, the procedures apply to S-PMSI A-D routes and (b)
a PE perfornms procedures specified in that section only if, in
addition to the criteria there, one of the following is true:

+ the PE originates a Source Tree Join (CGS, GG Cnulticast route,
and the upstream PE of that route is the PE that originates the
S-PMSI A-D route; or

+ the PE does not originate a Source Tree Join (C-S, GG Cnulticast
route, but it originates a Shared Tree Join (G*,C G GC nulticast
route. The best (as determined by the BGP route sel ection
procedures) Source Active A-Droute for (CGS,CG selected by the
PE is originated by the sane PE as the one that originates the
S-PMSI A-D route; or

+ the PE does not originate a Source Tree Join (G S, C G, has not
recei ved any Source Active A-Droutes for (GS,C G, but does
originate a Shared Tree Join (C*,CG route. The upstream PE for
that route is the PE that originates the received S-PVMSI A-D
route.

If the received S-PMSI A-D route has a PMSI Tunnel attribute with the
Leaf Information Required flag set to 1, then the PE originates a
Leaf A-D route. The Route Key of the Leaf A-Droute is set to the
MCAST- VPN NLRI of the S-PVMSI A-D route. The rest of the Leaf A-D
route is constructed using the sane procedures as specified in
section 9.2.3.4.1, except that instead of originating Leaf A-D routes
in response to receiving Inter-AS |-PMSI A-D routes, the procedures
apply to originating Leaf A-D routes in response to receiving S PMSI
A-D routes.

In addition to the procedures specified in Section 9.2.3.4.1, the PE
MUST set up its forwarding path to receive (GS, CG traffic fromthe
tunnel advertised by the S-PMSI A-D route (the PE MIST switch to the
S-PMSI) .

If a PEthat is a |eaf node of a particular Selective tunnel
deternmines that it no | onger needs to receive any of (CGS CGQs
carried over that tunnel, the PE SHOULD prune itself off that tunnel.
Procedures for pruning are specific to a particular tunneling

t echnol ogy.

Switching from Shared a CTree to a Source C Tree
The procedures defined in this section only apply when the

C-multicast routing protocol is PIM[RFC4601]; noreover, they only
apply for the nulticast ASM node and MJUST NOT be applied to multicast
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group addresses belonging to the SSMrange. The procedures al so MJST
NOT be applied when the Cnulticast routing protocol is BIDIR-PIM
[ RFC5015] .

The procedures of this section are applicable only to MV/PNs that use
both shared (i.e., rooted at a CRP) and source (i.e., rooted at a
CS) inter-site Ctrees.

These procedures are not applicable to MPNs that do not use shared
inter-site Ctrees and rely solely on source inter-site Gtrees. See
Section 14 for the procedures applicable to that scenario.

Whet her or not a given MVPN uses both inter-site shared and source
C-trees nmust be known a priori (e.g., via provisioning).

In the scenario where an MVPN custoner sw tches froma C RP-based
tree (RPT) to the shortest path tree (SPT), in order to avoid packet
duplication, choosing of a single consistent upstream PE, as
described in [WPN], nmay not suffice. To illustrate this, consider a
set of PEs {PE2, PE4, PE6} that are on the CGRP tree for (CG*,CQ
and have chosen a consistent upstream PE, as described in [ WPN, for
(G*,CG state. Further, this upstream PE, say PEl, is using a
Multidirectional Inclusive PMSI (M-PMSI) for (CG*, CGQ@. If asite
attached to one of these PEs, say PE2, switches to the CGS tree for
(CGS,CQG, PE2 generates a Source Tree Join C nulticast route towards
the upstream PE that is on the path to G S, say PE3. PE3 also uses
the M-PMSI for (CS,CG@G, as PEl1 uses for (G*,CGGQG. This results
in {PE2, PE4, PE6} receiving duplicate traffic for (CS, GG -- both
on the CRP tree (fromPEl) and GS tree (fromPE3). If it is
desirable to suppress receiving duplicate traffic, thenit is
necessary to choose a single forwarder PE for (CGS,CG Q. The

foll owi ng describes how this is achieved.

13.1. Source within a Site - Source Active Adverti senent

When, as a result of receiving a Source Tree Join C-nulticast route
for (GS,CG fromsone other PE the |ocal PE adds either the S PMSI
or the I-PMSI to the outgoing interface list of the (CGS, CG state
(see Section 11.3.1.1), the local PE MJST originate a Source Active
A-Droute if the PE has not originated such route already. The route
carries a single MCAST-VPN NLRI constructed as foll ows:

+ The RDin this NLRI is set to the RD of the VRF of the MVPN on the
PE.

+ The Multicast Source field MIST be set to CS. The Milticast
Source Length field is set appropriately to reflect this.
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+ The Multicast Group field MIUST be set to GG The Milticast Goup
Length field is set appropriately to reflect this.

The Next Hop field of the MP_REACH NLRI attribute MJST be set to the
| P address that the PE places in the dobal Administrator field of
the VRF Route I nport Extended Community of the VPN-1P routes
advertised by the PE fromthe WPN s VRF.

The route SHOULD carry the sane set of Route Targets as the Intra-AS
|-PVBI A-Droute of the MVPN originated by the PE

Usi ng the nornal BGP procedures, the Source Active A-Droute is
propagated to all the PEs of the MVPN

Note that the advertisement of a Source Active A-D route for a given
(GS, GG could be conmbined, if desired, with the advertisenent of an
S-PMSI A-Droute for the sane (CGS, G Q. This is acconplished by

usi ng the sane BGP Update nessage to carry both the NLRI of the
S-PMSI A-D route and the NLRI of the Source Active A-D route.

Note that even if the originating PE advertises both the Source
Active A-D route and the S-PMSI A-D route in the same BGP Update
message, an i nplenentation cannot assune that all other PEs wl|l
recei ve both of these routes in the sane Update nessage.

Wien, as a result of receiving a withdrawal of the previously
advertised Source Tree Join Cnulticast route for (CS,CGQ, the PE
is going to renove the S-PMSI/I-PMSI fromthe outgoing interface |ist
of the (GS, GG state. The local PE MIST al so wi thdraw t he Source
Active A-Droute for (CGS,CGGQ, if such a route has been adverti sed.

Note that if the PEis also acting as a CRP, but inter-site shared
trees are being used, the reception of a PIM Register nessage by the
PE does not result in the origination of a Source Active A-D route.

13.2. Receiving Source Active A-D Route

Wien a PE receives a new Source Active A-D route from sone other PE,
the PE finds a VRF whose inport Route Targets match one or nore of
the Route Targets carried by the route. |If the match is found, then
the PE updates the VRF with the received route.

W say that a given (GS,CG Source Active A-D route stored in a
given VRF on a PE nmatches a given (C-*, GG entry present in the
MVPN-TI B associated with the VRF if CGGcarried by the route is the
same as GG of the entry, and the PE originates a Shared Tree Join
Cmulticast route for the same CG as the GG of the entry.
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When (as a result of receiving PIM nessages fromone of its CEs) a PE
creates in one of its MWPN-TIBs a (new) (CG*, GG entry with a non-
enpty outgoing interface list that contains one or nore PE-CE
interfaces, the PE MIUST check if it has any matching Source Active
A-Droutes. |If there is one or nore such matching route, such that
the PE does not have (C-S, GG state inits MPNTIB for (CGS,CGQ
carried in the route, then the PE sel ects one of them (using the BGP
route sel ection procedures), and sets up its forwarding path to
receive (CGS,CQ traffic fromthe tunnel that the originator of the
sel ected Source Active A-D route uses for sending (CS, CGGQ.

When, as a result of receiving a new Source Active A-D route, a PE
updates its VRF with the route, the PE MUST check if the newly
received route natches any (G-*, GG entries. |If (a) thereis a

mat ching entry, (b) the PE does not have (C-S,C G state in its M/PN
TIB for (CS,GGQ carried in the route, and (c) the received route is
sel ected as the best (using the BGP route sel ection procedures), then
the PE sets up its forwarding path to receive (CGS,CG traffic from
the tunnel the originator of the selected Source Active A-D route
uses for sending (CS,CGQ.

Note that if the PEis also acting as a CRP, and inter-site shared
trees are being used, the BGP Source Active A-D routes do not replace
the Multicast Source Discovery Protocol (MSDP) or Pl Mbased Anycast
RP peerings anbng C-RPs that woul d be needed to di sseninate source

di scovery informati on anong C RPs.

13.2.1. Pruning Sources off the Shared Tree

In addition to the procedures in the previous section, a PE applies
the follow ng procedure when inporting a Source Active A-D route for
(GS, GG into a VRF.

The PE finds a (G*,C G entry in the MPN TIB whose CGis the sane
as the CGGcarried in the Multicast Goup field of the Source Active
A-D route.

If the outgoing interface list (oif) for the found (G*,CG entry in
the MVPN-TIB on the PE contains either |-PMSl or S-PMSI, and the PE
does not originate the Source Tree Join G rmulticast route for

(CGS GG (where GSis address carried in the Multicast Source field
and CGGis the address carried in the Miulticast Goup field of the
recei ved Source Active A-D route), then the PE MIUST transition the
(GS,CGrpt) downstream state nachine on |-PMSI/S-PMSI to the Prune
state. (Conceptually, the CPIMstate machine on the PE will act "as
if" it had received Prune (GS,CGrpt) on |-PVslI/S PMSI, wthout

Aggarwal , et al. St andards Track [ Page 48]



RFC 6514 BGP Encodi ngs and Procedures for MPNs February 2012

actual ly having received one.) Depending on the (CGS,CGGrpt) state
of the PE-CE interfaces, this may result in the PE using PIM
procedures to prune the CS off the (CG*,C QG tree.

Transitioning the state nachine to the Prune state SHOULD be done
after a delay that is controlled by a tiner. The value of the tiner
MUST be configurable. The purpose of this timer is to ensure that
the CGSis not pruned off the shared tree until all PEs have had tinme
to receive the Source Active A-Droute for (CGS,CGG.

Note that before CGS is pruned off the shared tree, there is a
possibility to have (C S, C G packets sent at the sane tine on the
PMSI by distinct PEs. This would result in a transient unnecessary
traffic on the provider backbone. However, no duplicates will reach
customer hosts subscribed to GG as |ong as the downstream PEs apply
procedures described in Section 9.1 of [ MWPN].

The PE MUST keep the (C-S,CGrpt) downstream state nachi ne on
|-PMSI/S-PMBI in the Prune state for as long as (a) the outgoing
interface list (oif) for the found (CG*, GG entry in the M/PN-TIB on
the PE contains either |-PMSl or S-PMSI, (b) the PE has at |east one
Source Active A-Droute for (GS,C G, and (c) the PE does not
originate the Source Tree Join Cnulticast route for (CGS,GGQ. Once
any of these conditions becone no |longer valid, the PE MUST
transition the (G S, CGrpt) downstream state nachi ne on
|-PMSI/S-PMSI to the Nolnfo state.

Not e that changing the state on the downstream state machi ne on
| -PVBI/ S-PMSI, as described above, does not inply exchanging PIM
messages over |-PNBI/S-PMSI.

Al so, note that except for the scenario described in the third
paragraph of this section, in all other scenarios relying solely on
PI M procedures on the PE is sufficient to ensure the correct behavior
when pruning sources off the shared tree.

14. Supporting PIMSM wi thout Inter-Site Shared C Trees

The procedures defined in this section only apply when the
C-multicast routing protocol is PIM[RFC4601]; noreover, only apply
for the nulticast ASM node, and MUST NOT be applied to nulticast
group addresses belonging to the SSMrange. The procedures al so MJST
NOT be applied when the C-nulticast routing protocol is BIDIR-PIM

[ RFC5015] .

The procedures of this section are applicable only to M/PNs that do
not use inter-site shared (i.e., rooted at a GRP) C-trees.
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These procedures are not applicable to MVPNs that use both shared and
shortest path inter-site CGtrees. See Section 13 for the procedures
applicable to that scenario.

Whet her or not a given MVPN uses inter-site shared C-trees nust be
known a priori (e.g., via provisioning).

14.1. Discovering Active Milticast Sources

A PE can obtain information about active multicast sources within a
given WPN in a variety of ways. One way is for the PE to act as a
fully functional custonmer RP (C-RP) for that MVPN. Another way is to
use PIM Anycast RP procedures [Pl M ANYCAST-RP] to convey infornation
about active multicast sources fromone or nore of the MVPN C-RPs to
the PE. Yet another way is to use MSDP [ MSDP] to convey information
about active nmulticast sources fromthe M/PN C-RPs to the PE.

When a PE using any of the above nethods first |learns of a new
(rmulticast) source within that MVPN, the PE constructs a Source
Active A-D route and sends this route to all other PEs that have one
or nore sites of that MVPN connected to them The route carries a
si ngl e MCAST-VPN NLRI constructed as foll ows:

+ The RDin this NLRI is set to the RD of the VRF of the MVPN on the
PE.

+ The Multicast Source field MIST be set to the source | P address of
the multicast data packet carried in the PIM Regi ster nmessage
(RP/PIMregister case) or of the MSDP Source-Active nessage (MsSDP
case). The Multicast Source Length field is set appropriately to
reflect this.

+ The Multicast Group field MIST be set to the group | P address of
the multicast data packet carried in the PIM Register nmessage
(RP/PIMregister case) or of the MSDP Source-Active nessage (MSDP
case). The Multicast Goup Length field is set appropriately to
reflect this.

The Next Hop field of the MP_REACH NLRI attribute MJST be set to the
| P address that the PE places in the dobal Administrator field of
the VRF Route Inport Extended Conmunity of the VPN-1P routes
advertised by the PE

The route SHOULD carry the sane set of Route Targets as the Intra-AS
|-PMSI A-D route of the MV/PN originated by the PE

Usi ng the normal BGP procedures, the Source Active A-Droute is
propagated to all the PEs of the MVPN
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When a PE that previously advertised a Source Active A-D route for a
given (nulticast) source |learns that the source is no |onger active
(the PE learns this by using the same nechani sm by which the PE

| earned that the source was active), the PE SHOULD wi t hdraw t he
previously adverti sed Source Active route.

14.2. Receiver(s) within a Site

A PE follows the procedures specified in Section 11.1, except that
the procedures specified in Section 11.1.1.2 are replaced with the
procedures specified in this section.

Wien a PE receives a new Source Active A-D route, the PE finds a VRF
whose inport Route Targets natch one or nore of the Route Targets
carried by the route. |If the match is found, then the PE updates the
VRF with the received route.

We say that a given (CGS,CG Source Active A-D route stored in a
given VRF matches a given (G *,CG entry present in the MWPNTI B
associated with the VRF if CGcarried by the route is the sane as
C-G of the entry.

When (as a result of receiving PIM nessages fromone of its CEs) a PE
creates, in one of its MWPN-TIBs, a (new) (CG*, CG entry with a non-
enpty outgoing interface |ist that contains one or nore PE-CE
interfaces, the PE MJST check if it has any nmatching Source Active
A-Droutes. |If there is one or nore such matching routes, and the
best path to CS carried in the matching route(s) is reachable

t hrough sonme other PE, then for each such route the PE MJST originate
a Source Tree Join Cmulticast route. |If there is one or nore such
mat chi ng routes, and the best path to CGS carried in the natching
route(s) is reachable through a CE connected to the PE, then for each
such route the PE MIST originate a PIMJoin (CGS, GG towards the CE

When, as a result of receiving a new Source Active A-D route, a PE
updates its VRF with the route, the PE MIUST check if the newly
received route nmatches any (CG-*, GG entries. |If there is a matching
entry, and the best path to CS carried in the (A-D) route is
reachabl e t hrough some other PE, the PE MJST originate a Source Tree
Join Gmulticast route for the (CGS, GG carried by the route. |If
there is a matching entry, and the best path to CS carried in the
(A-D) route is reachable through a CE connected to the PE, the PE
MUST originate a PIMJoin (CGS,C G towards the CE

Construction and distribution of the Source Tree Join Cnulticast

route follows the procedures specified in Section 11.1.1.1, except
that the Multicast Source Length, Milticast Source, Milticast G oup
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14.

15.

16.

Length, and Miulticast Goup fields in the MCAST-VPN NLRI of the
Source Tree Join Cnulticast route are copied fromthe correspondi ng
field in the Source Active A-D route.

A PE MIUST withdraw a Source Tree Join Cnulticast route for (CS, GG
if, as a result of having received PIM nessages fromone of its CEs,
the PE creates a Prune (C-S,CGrpt) upstreamstate in one of its
MVPN-TI Bs but has no (CGS,C G Joined state in that MWPN TIB and had
previously advertised the said route. (This is even if the VRF
associated with the WPN-TIB still has a (GS, GG Source Active A-D
route.)

A PE MUST withdraw a Source Tree Join C-nulticast route for (CS,CQ
if the Source Active A-D route that triggered the advertisenent of
the C-nulticast route is wthdrawn.

When a PE deletes the (G*,C G state (e.g., due to receiving PIM
Prune (G*,CGQG fromits CEs), the PE MUST withdraw all the Source
Tree Join CGnulticast routes for CG that have been advertised by the
PE, except for the routes for which the PE still maintains the
corresponding (G S, GG state.

Even though PIMis used as a Cnulticast protocol, procedures
described in Section 11.1.1.2 do not apply here, as only the Source
Tree Join Cnulticast routes are exchanged anong PEs.

3. Receiving CGMilticast Routes by a PE

In this nodel, the only valid type of a CGnulticast route that a PE
could receive is a Source Tree Join C-nulticast route. Processing of
such a route follows the procedures specified in Section 11.3.1.1.

Carrier’'s Carrier

A way to support the Carrier’s Carrier nodel is provided by using
nLDP as the CE-PE nulticast routing and | abel distribution protocol,
as specified in this docunent.

To inprove scalability, it is RECOWENDED that for the Carrier’s
Carrier scenario within an AS, all the S-PMSIs of a given MVPN be
aggregated into a single P-nulticast tree (by using upstream assi gned
| abel s).

Scal ability Considerations
A PE should use Route Target Constraint [RT-CONSTRAIN] to advertise

the Route Targets that the PE uses for the VRF Route Inports Extended
Community (note that doing this requires just a single Route Target

Aggarwal , et al. St andards Track [ Page 52]



RFC 6514 BGP Encodi ngs and Procedures for MPNs February 2012

Constraint advertisenent by the PE). This allows each Cnulticast
route to reach only the relevant PE, rather than all the PEs
participating the an MVPN.

To keep the intra-AS nenbership/ binding information within the AS of
the advertising router the BGP Update nessage origi nated by the
advertising router SHOULD carry the NO EXPORT Comunity [ RFC1997].

An Inter-AS | -PMSI A-D route originated by an ASBR aggregates Intra-
AS | -PVBl A-Droutes originated within the ASBR s own AS. Thus,
while the Intra-AS |-PMSI A-D routes originated within an AS are at
the granularity of <PE, MVPN> within that AS, outside of that AS the
(aggregated) Inter-AS |-PMsl A-Droutes are at the granularity of
<AS, MVPN>. An Inter-AS |I-PMSI A-D route for a given <AS, MWPN>

i ndi cates the presence of one or nore sites of the MVPN connected to
the PEs of the AS.

For a given inter-AS tunnel, each of its intra-AS segnents could be
constructed by its own nmechanism Mreover, by using upstream
assigned |labels within a given AS, nultiple intra-AS segnents of
different inter-AS tunnels of either the sane or different MWPNs may
share the sane P-nulticast tree.

Since (aggregated) Inter-AS |-PMSI A-D routes nmay have a granularity
of <AS, MVPN>, an MVPN that is present in N ASes woul d have total of
N inter-AS tunnels. Thus, for a given MVPN, the nunmber of inter-AS
tunnel s is independent of the nunber of PEs that have this MVPN.

Wthin each Autononmous System BGP route reflectors can be
partitioned anong MVPNs present in that Autononbus System so that
each partition carries routes for only a subset of the M/PNs
supported by the service provider. Thus, no single route reflector
is required to nmaintain routes for all M/PNs. Mbreover, route
reflectors used for MVPN do not have to be used for VPN-IP routes
(al t hough they may be used for VPN-IP routes as well).

As described in Section 11.4, Cnulticast routes for a given (S, G of
a given MVPN originated by PEs that are clients of a given route

refl ector are aggregated by the route reflector. Therefore, even if,
within a route reflector cluster, there are nultiple Cnulticast
routes for a given (S, G of a given M/PN, outside of the cluster, all
these routes are aggregated into a single Cnulticast route.

Addi tional aggregation of Cnulticast routes occurs at ASBRs, where
an ASBR aggregates all the received C-nulticast routes for a given
(S, G of a given WPN into a single C-multicast route. Moreover,
both route reflectors and ASBRs nmaintain C-nulticast routes only in
the control plane, but not in the data pl ane.
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16.1. Danpening C Milticast Routes

The rate of C-nulticast routing changes advertised by a PE is not
necessarily directly proportional to the rate of nulticast routing
changes within the MV/PN sites connected to the PE, as after the first
(GS,CG Joinoriginated within a site, all the subsequent Joins for
same (CG-S,CG originated within the sites of the sane M/PN connect ed
to the PE do not cause origination of new C-nulticast routes by the
PE.

Dependi ng on how nul ticast VPN is engineered, dynanmi c addition and
renoval of P2MP RSVP-TE | eaves t hrough adverti senment/w thdrawal of
Leaf A-D routes will happen. Danpening techniques can be used to
limt correspondi ng processing.

To | essen the control plane overhead associated with the processing
of Gnmnulticast routes, this document proposes OPTIONAL route

danpeni ng procedures simlar to what is described in [ RFC2439]. The
foll owi ng OPTI ONAL procedures can be enabled on a PE, ASBR, or BGP
Rout e Refl ector advertising or receiving G nmulticast routes.

16.1.1. Danpening Wthdrawal s of C-Milticast Routes

A PE/ASBR/ route reflector can OPTIONALLY del ay the advertisenent of

withdrawal s of C-nulticast routes. An inplenentation SHOULD provide
the ability to control the delay via a configurable tinmer, possibly

wi th some backoff algorithmto adapt the delay to nulticast routing

activity.

Danpeni ng of withdrawals of C nulticast routes does not inpede the
mul ticast Join | atency observed by MVPN custoners, and it al so does
not inpede the nulticast |eave |atency observed by a CE, as nulticast
forwarding fromthe VRF will stop as soon as C-mnulticast state is
renoved in the VRF.

The potential drawbacks of danpening of withdrawals of C nulticast
routes are as follows:

+ Until the withdrawal s are actually sent, nulticast traffic for the
C-multicast routes in question will be continued to be transmitted
to the PE, which will just have to discard it. Note that the PE
may receive useless (nulticast) traffic anyway, irrespective of
danpeni ng of withdrawals of C-nulticast routes due to the use of
| - PMSI s.

+ Any state in the upstream PEs that would be renoved as a result of

processing the withdrawals will remain until the withdrawals are
sent.
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16.

16.

17.

Di scussi on on whether the potential drawbacks nentioned above are of
any practical significance is outside the scope of this docunent.

1.2. Dampeni ng Source/ Shared Tree Join C Milticast Routes

A PE/ASBR/ route reflector can OPTIONALLY del ay the advertisenment of
Source/ Shared Tree Join Cnulticast routes. An inplenentation SHOULD
provide the ability to control the delay via a configurable tiner,
possibly with some backoff algorithmto adapt the delay to nulticast
routing activity.

Danpeni ng Source/ Shared Tree Join C-nulticast routes will not inpede
mul ticast Join | atency observed by a given MVPN, except if the PE
advertising the Source/ Shared Tree Join C-nulticast route for a
particular CGS/CRP is the first to do so for all the sites of the
MVPN t hat share the same upstream PE with respect to the G S/ CRP.

2. Danpening Wthdrawal s of Leaf A-D Routes

Simlar to the procedures proposed above for withdrawal of
C-mul ticast routes, danpening can be applied to the w thdrawal of
Leaf A-D routes.

Security Considerations

The mechani sms described in this docunent could reuse the existing
BGP security nechani sns [ RFC4271] [ RFC4272]. The security nodel and
threats specific to Provider Provisioned VPNs, including L3VPNs, are
di scussed in [RFC4111]. [M/PN] discusses additional threats specific
to the use of nulticast in L3VPNs. There is currently work in
progress to inprove the security of TCP authentication. Wen the
document is finalized as an RFC, the nethod defined in [ RFC5925]
SHOULD be used where authentication of BGP control packets is needed.

A PE router MJST NOT accept, from CEs routes, w th MCAST- VPN SAFI

If BGP is used as a CE-PE routing protocol, then when a PE receives a
route froma CE, if this route carries the VRF Route |nport Extended
Conmunity, the PE MJST renove this Community fromthe route before
turning it into a VPNNIP route. Routes that a PE advertises to a CE
MUST NOT carry the VRF Route Inport Extended Conmunity.

It is inmportant to protect the control plane resources within the PE
to prevent any one VPN from hoggi ng excessive resources. This is the
subj ect of the renainder of the Security Considerations section

Aggarwal , et al. St andards Track [ Page 55]



RFC 6514 BGP Encodi ngs and Procedures for MPNs February 2012

18.

When C-nulticast routing information i s exchanged anong PES using
BGP, an inplenentati on SHOULD provide the ability to rate linit BGP
nmessages used for this exchange. This SHOULD be provided on a per-
PE, per-MPN granul arity.

An i npl enentati on SHOULD provi de capabilities to i npose an upper
bound on the nunber of S-PMSI A-D routes, as well as on how
frequently they may be originated. This SHOULD be provided on a per-
PE, per-MPN granularity.

In conjunction with the procedures specified in Section 14, an

i mpl enment ati on SHOULD provi de capabilities to i npose an upper bound
on the nunmber of Source Active A-D routes, as well as on how
frequently they may be originated. This SHOULD be provided on a per-
PE, per-MPN granularity.

In conjunction with the procedures specified in Section 13 limting
the amount of (CGS, GG state would limt the amount of Source Active
A-Droute, as in the context of this section, Source Active A-D
routes are created in response to Source Tree Join Cmulticast

routes, and Source Tree Join C-nulticast routes are created as a
result of creation of (CGS GG state on PEs. However, to provide an
extra |l evel of robustness in the context of these procedures, an

i mpl enent ati on MAY provide capabilities to i npose an upper bound on

t he nunber of Source Active A-D routes, as well as on how frequently
they may be originated. This MAY be provided on a per-PE, per-MWPN
granularity.

Section 16.1.1 describes optional procedures for danpening
withdrawal s of CG-nulticast routes. It is RECOWENDED that an
i mpl enment ati on support such procedures.

Section 16. 1.1 describes optional procedures for danpening
wi t hdrawal s of Leaf A-Droutes. It is RECOMVENDED that an
i npl ement ati on support such procedures.

| ANA Consi der ati ons

Thi s docunent defines a new BGP Extended Community called "Source
AS'. This Comunity is of an extended type and is transitive. The
Type value for this Conmunity has been all ocated fromthe two-octet
AS- Speci fi ¢ Extended Comunity regi stry as 0x0009 and fromthe four-
octet AS-Specific Extended Comunity registry as 0x0209.

Thi s docunent defines a new BGP Extended Conmunity called "VRF Route
I mport" (Type val ue 0x010b). This Conmunity is |IP address specific,
of an extended type, and is transitive.
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19.

20.

20.

Thi s docunent defines a new NLRI, called "MCAST-VPN', to be carried
in BGP using multiprotocol extensions. |t has been assigned SAFI 5.
Al so, SAFI 129 has been assigned to "Miulticast for BGP/MPLS | P
Virtual Private Networks (VPNs)".

Thi s docunent defines a new BGP optional transitive attribute, called
"PMSI _TUNNEL". | ANA has assigned the codepoint 22 in the "BGP Path
Attributes"” registry to the PMSI _TUNNEL attri bute.

Thi s docunent defines a new BGP optional transitive attribute, called
"PE Distinguisher Labels". |ANA has assigned the codepoint 27 in the
"BGP Path Attributes" registry to the PE Distinguisher Labels
attribute.
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